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1. Army Intelligence Vision.

A transformed Army Intelligence Team projecting knowledge at the point of decision empowering the Objective Force to … See first … Understand first … Act first … and Finish decisively!

2. Army Intelligence M&S Vision.

A transformed Army Intelligence Team equipped with data, models, simulations and tools for research, advanced concepts, and training to enable the force to discover, experiment, rehearse and validate current and emerging capabilities across the full spectrum of conflict.

3. Introduction.

a. There are many on-going efforts within the Army and Department of Defense (DoD), including proprietary contractor efforts, to model various aspects of intelligence, surveillance, reconnaissance (ISR) and the threat.  Generally, these efforts have not been well-coordinated, nor is there a process in place to provide adequate oversight and visibility to all of them.

b. The Army and DoD have recognized for a long time the need to integrate modeling and simulation (M&S) activities.  Initiatives such as Simulation Based Acquisition (SBA) and the Army’s Simulation and Modeling for Acquisition, Requirements, and Training (SMART) point out the need for integration of efforts and collaboration within the M&S communities to help develop new systems and processes more efficiently.

c. SMART Execution Plan tasks are embedded within the Army Transformation Campaign Plan (TCP) and serve as the basis for investments in M&S in support of the Objective Force (OF).  The three M&S domains
 have developed new domain management plans, based on the SMART Execution Plan, and are developing their own investment strategies.

d. Army Intelligence (AI) has developed a Transformation Campaign Plan (AI-TCP)
 to support the legacy, interim, and objective forces.   The AI-TCP articulates the Army Intelligence Transformation Vision and Strategy.  It identifies the AI Action Centers
;  it identifies and defines the process for developing the AI Transformation Synchronization Matrix and Action Plan;  and it addresses the  Army G2’s Science and Technology (S&T) Strategy and the AI Investment Strategy.  There is little mention of M&S.

4. Purpose.

The AI M&S Strategy provides an overarching framework for Army Intelligence and the M&S community to work together in helping to achieve the Army Intelligence Vision.  When agreed to by the AI Action Centers, the strategy will become part of the AI-TCP.

5. Strategic Intent.

a. Major responsibilities of the AI Action Centers are listed in the AI-TCP (pages 32-36).  The Army G2 Staff has “overall lead for synchronization of Army Intelligence Transformation actions with Army Transformation actions” (p. 32).  Within that staff, the Intelligence Transformation and Technology Directorate (DAMI-ITT) M&S Team will synchronize the intelligence M&S actions that support AI and Army Transformations in coordination with (ICW) the AI Action Centers and the M&S community.  The AI M&S Strategy provides a strategic foundation for coordinating the efforts of M&S and Intelligence organizations to represent ISR entities and processes and those of the threat
.

b. The AI Transformation Strategy states that the Army G2 Staff will work “interactively with the Action Centers to identify major actions related to Army Intelligence Transformation” (AI-TCP, p. 29) that the centers are already planning to execute.  These actions will “form the core of the Synchronization Matrix while the entire set of major actions, supporting actions, timelines and critical dependencies are documented in the Army Intelligence Transformation Database and as such comprise the Army Intelligence Transformation Action Plan” (p. 30).   Our intent is to follow this methodology.

c. This strategy identifies the major intelligence M&S goals and objectives related to AI Transformation.  These goals and objectives were initially identified by an AI M&S Strategy Workshop in which the Action Centers and other invited organizations participated on 15-16 Nov 01.  This workshop began to identify supporting actions, timelines, and critical dependencies as explained in the preceding subparagraph.  The work of refining the M&S Strategy will continue in a digital, collaborative environment via a dedicated e-mail reflector and the Army G2 Knowledge Center.  This will be coordinated by the DAMI-ITT M&S Team.  The AI M&S Strategy will be reviewed by the AI Council of Colonels and the General Officer Steering Committee before it is incorporated into the AI-TCP.  The AI M&S Strategy will be synchronized with the SMART Execution Plan to ensure it conforms with the strategic goals of SMART.  It will also be synchronized with the three Army M&S Domain Management Plans.  The strategy should also become part of the Army M&S Master Plan.

6. Context for the Army Intelligence M&S Strategy.

SMART:  The Simulation and Modeling for Acquisition, Requirements and Training (SMART) concept is about changing the way we do business by exploiting modeling and simulation (M&S) tools and technologies for such things as: system development, operational readiness, and life cycle cost.  This is accomplished through the collaborative efforts of the requirements, training and operations, and acquisition communities.  The Army Acquisition Executive has indicated that the SMART initiative is a key mechanism to achieving the Army vision and building the Objective Force (SMART Execution Plan, 6 Nov 00, p. 5)
.  

a. Objective Force (OF) and Future Combat Systems (FCS):  In the past year, the Army has increased its leadership and oversight of M&S.  In addition to the Army Model and Simulation Office (AMSO), we now have a Director of Objective Force Simulations, a Product Manager for FCS-Simulations, a Director of Objective Force Analysis, and the Joint Virtual Battlespace (JVB) to ensure M&S is integrated using SMART for the development of FCS and the OF.  The AI M&S Strategy will support FCS/OF development. 

b. Interoperability:  It has been recognized that M&S has to be integrated operationally with Army C4I systems.  While some progress has been achieved recently, much work remains to be done.  The creation of the Simulation-to-C4I Interoperability (SIMCI) Overarching IPT (OIPT)
 demonstrates the importance the Army attaches to having improved interoperability between C4I systems and M&S.     

c. Science & Technology.  S&T is a significant component of the AI-TCP.  The AI M&S Strategy must address M&S S&T investments that provide a “leap ahead” capability to model future AI systems and forces to help achieve the AI vision.

d. Joint Community.  The AI M&S Strategy needs to leverage and re-use M&S capabilities used by the other services and the joint community whenever possible.  

e. Intelligence Community.  The AI M&S Strategy will be coordinated among the Action Centers to ensure that Army Intelligence uses M&S efficiently in support of AI Transformation.  It will also be coordinated with and will leverage the M&S efforts of the Defense Intelligence community.

f. Homeland Defense and the War on Terrorism.  Attempts to address terrorism and homeland defense have revealed a critical need to focus on M&S initiatives that support the war effort and Homeland Defense; for example, modeling the asymmetric/adaptive threat, C4I networks of terrorist organizations, human and organizational behavior, etc.

7. Challenges for the Army Intelligence M&S Strategy.  

a. The Challenge.  There is a need to further improve representation of intelligence processes in current simulations and to establish authoritative representation of the dynamics of real-world system of systems operations.  It currently takes a long time to model and field emerging concepts, doctrine, and systems.  This pace needs to be accelerated.  We must provide Army leaders with a greater appreciation of the contribution of ISR to “see first, understand first, act first, finish decisively.”  Funding to provide required M&S is insufficient to meet current and projected needs.  Personnel qualified to develop M&S and analyze the results are in short supply.  There is competition for finite resources to maintain legacy simulations while trying to develop the next generation of simulations.  Inter-agency dependencies need to be identified and stovepipes must be eliminated to improve cross-talk between domains.  
b. Coordination.  Another challenge for Army Intelligence M&S lies in the integration and synchronization of many organizations and good initiatives to ensure their focus is and remains Army Intelligence Transformation and Army Transformation.  To that end, we will use existing Army M&S domain working groups, Army, DoD and professional M&S meetings, conferences, and workshops.    Such venues offer an opportunity for representatives of all organizations to engage, coordinate, and collaborate.    In addition, the Threat Representations Working Group (TRWG), currently facilitated by the Army G2, focuses on threat M&S issues.  An Army G-2-led ISR and Threat focused research area (FRA) working group in the C4ISR FACT
, chaired by the TRADOC Analysis Center (TRAC), is now focusing on new developments and technologies that show promise in modeling ISR and threat.  Each of these forums presents an opportunity to address specific ISR and threat M&S issues within its purview and work towards ways to resolve them.
c. Working with the various organizations, the DAMI-ITT M&S Team will surface issues and solutions for the Army G2 to address with Army organizational leaders.  The  DAMI-ITT M&S Team will also report periodically to the AI Council of Colonels and the AI GOSC.  The  team will also facilitate cross-domain interaction and help to highlight issues of interest where two or more domains may be closely linked, for example, the ACR and RDA domains, during the concept development phase leading to a materiel solution.
d. Funding
.  Intelligence M&S must take advantage of funding available from various sources and for various purposes related to M&S.  The idea is not for organizations to compete against each other for funding, rather it is to combine efforts and resources to respond to as many ISR and threat M&S requirements as possible.  When organizations seek funding for specific M&S projects that benefit AI Transformation, the M&S and Intelligence communities need to support these projects and we also need to ensure maximum utility of the results for as many organizations as possible.  Partnership and cooperation are critical to energizing this effort.

e. Shortcomings.    The AI M&S Strategy Workshop participants identified a number of shortcomings in ISR and threat representations within one or more of the domains.  For example, in ACR, the ability to quantify Intelligence contributions needs improvement.  The ACR Domain Advisory Group (DAG) could examine needs in the areas of methodology, data, metrics, process modeling, oversight, and cooperation.  Data limitations often confound modeling an adaptive threat and the full ISR spectrum (National, Joint).  The DAG could address analyst training and cooperative activities with other agencies that can remedy needs in these areas.

1) In the RDA Domain, not all sensors available (including joint and national) are adequately represented, nor is collection management, the decision making process, communications, or fusion.  Models lack flexibility.  Standards need to be developed to overcome the lack of interoperability of existing models.  The synthetic natural environment (SNE) often lacks the fidelity to adequately support C4 and ISR modeling across the spectrum of conflict.  Improvements are needed in the digital terrain elevation data (DTED), rural and urban feature representations, the human environment, the electromagnetic environment, the atmospheric environment, and oceans.
2) The ability to tailor ISR concepts of operation (CONOPS) to match the system capabilities being proposed is also important.  There are disconnects between who validates M&S requirements and who funds the development of the M&S.  Funding of M&S is not established at time of requirements definition.  For example, when forces and systems are identified as part of a new scenario for concept development, funding should also be programmed for M&S applications to support force and materiel development.  Funding to support the combat development process is not coordinated between TRADOC, the RDA domain, and evaluators.  User M&S requirements are not determined early enough in the combat development process and there is little feedback obtained during materiel development to modify M&S requirements.  Model attributes must be driven by user requirements and the scenario.  Too often, ATEC evaluators have been brought in too late, or not at all.  Policy documents should emphasize the need for early determination of M&S requirements.  

3) There are few incentives for PMs to share or reuse threat M&S with other developers.  This demonstrates a need for a central body of knowledge or repository that would help resolve fidelity and scaling issues, by establishing model/configuration control, and by providing incentives for PMs to use it.  Foreign Intelligence Officers (FIO) and Threat Managers (TM) should be formally established as the PM’s interface with this central body of knowledge.  The RDA Domain Threat M&S reuse policy provides this guidance to PMs in the acquisition community with regards to FIOs and also encourages PM participation in the Threat Simulation/Simulator Integrated Process Team (TS IPT), an AMC process designed to identify and fund common threat simulations and simulator projects for test and evaluation (T&E) and other program purposes.  The DAMI-ITT M&S Team should work with the RDA Domain working group to develop a mechanism to coordinate funding of M&S at the requirements determination phase, to ensure Headquarters, ATEC involvement, and to promote synergy between TRADOC, the RDA domain, evaluators and testers. 
4) In the TEMO Domain, while the Warfighters’ Simulation (WARSIM) (and its WARSIM Intelligence Module (WIM)) are evolving, the capabilities they provide have not yet been released for use in the current suite of training models.  There is a migration plan from legacy to future simulations, but this plan could fall short if WARSIM development timelines continue to slip.  Among TEMO shortcomings, there is a lack of fidelity and realism of interactions in legacy M&S applications.  For example, unmanned aerial vehicles (UAV) provide an unrealistic 100% view of the battlefield.  Much progress is needed in Human Intelligence (HUMINT) modeling to achieve the necessary realism.  Improvements in the Corps Battle Simulation (CBS) are needed in the areas of command and control (C2), civilian representations, non-lethal suppression of enemy air defenses (SEAD), and Information Operations (IO).

5) The TEMO domain requires more and better trained personnel, increased program funding, and hardware upgrades to meet the demands of increased usage.  The modeling of training concepts for future capabilities (e.g., FCS) is also a weakness.  Slippages continue in the delivery schedules for future M&S.  There is an increasing need for data sets that transition across multiple security levels to permit simultaneous training at various classification levels and to satisfy coalition training requirements.  Improved linkage with the ACR and RDA domains is desirable.

6) Other cross-domain shortcomings that were identified by workshop participants include: 

a) Classification issues often inhibit representations of real world ISR.

b) There are insufficient verification and validation (V & V) processes and standards for ISR and threat M&S.

c) Data and algorithms are not readily available or accessible.  

d) M&S of ISR does not adequately reflect sensors available (including joint and national), collection management, the decision-making process, communications, or fusion.  

e) Modeling of the SNE, i.e., space, surface, subsurface, weather is insufficient in all domains.  Consistent representation and application of synthetic natural environment (SNE) phenomena, including human, electromagnetic, and weather effects are needed.

f) Improved representations of ISR, threat in stability and support operations (SASO), asymmetric warfare, and Homeland Defense (HD), and non-combatant entities are needed.

g) A robust M&S resource repository, i.e. a central information source, is needed for better access to resources and information about Intelligence M&S.

h) There exists no comprehensive assessment of M&S tools for ISR and threat.

f. Fortunately, Army Intelligence is not alone in wanting to meet these challenges.  Many organizations already mentioned and others are interested in reaching solutions for improving ISR and threat representations within M&S.  Opportunities to highlight and work the issues are available at various conferences, meetings, and workshops.  The DAMI-ITT M&S Team, in coordination with its Intelligence and Domain partners, will seek the help and good ideas of people in these organizations and at these venues.  See Appendix 2 for a list of organizations, leaders, conferences, etc.  

8. Goals and Objectives of the Army Intelligence M&S Strategy:

Goal 1:  Integrate and synchronize M&S efforts of the Army Intelligence and M&S domain communities in support of Army Intelligence Transformation and Army Transformation.


Objectives:

1) Use existing M&S domain working groups and forums to:

a) Exchange information among all three M&S domains and with M&S organizations at the national, joint, and military services levels.
b) Identify interagency and inter-domain dependencies.

2) Ensure AI M&S Strategy is consistent with and supports Army M&S policy and SMART.

3) Identify ISR and threat M&S requirements early in the combat development process.

4) Ensure ISR and threat M&S considerations are included in Simulation Support Plans (SSP).

5) Identify a preferred tool set to support cross-domain requirements.
a) Assess tools, identify and prioritize deficiencies, and develop a roadmap to correct them and a road ahead for new tool development.

b) Disseminate information about preferred tools via the MSRR and the Army Standards Repository System (ASTARS).

6) Establish/refine Intelligence V&V process and M&S standards for ISR and threat.

7) Share knowledge of available tools and simulation results through existing conferences, meetings, reflectors, web sites, documents, publications, announcements, etc.

a) Improve customer knowledge of available Intelligence M&S.
b) Utilize Foreign Intelligence Officers (FIO) and Threat Managers (TM) as the interface to the central body of knowledge or repository of available threat M&S.
c) Promote reuse of M&S by highlighting benefits, e.g., cost savings.

Goal 2:  Develop new, improved M&S capabilities. 

Objectives:

1) Establish an ISR and Threat focused research area (FRA) working group as part of the C4ISR FACT ICW TRAC and the Army Model and Simulation Office (AMSO).

2) Identify new M&S initiatives and technologies that can help to accelerate the development of ISR capabilities.

3) Leverage commercial M&S efforts, e.g., war games, flight simulators, role playing games hosted on personal computers and game stations, for ISR M&S requirements.

4) Leverage Joint M&S efforts, e.g., Joint Synthetic Battlespace (JSB), to improve and supplement ISR M&S and assure joint interoperability.

Goal 3:  Provide threat M&S support IAW AR 381-11, the Threat Data and Model Development and Validation Concept of Operation and other Army and DoD threat policy and guidance.

Objectives:

1) Improve awareness and responsiveness of the Foreign Intelligence Officer/Senior Intelligence Officer (FIO/SIO) M&S support process at Army Materiel Command Major Subordinate Commands.

Goal 4:  Support the continued development and maintenance of the Defense Intelligence modeling and simulation resource repository (DIMSRR) ICW DMSO/MSIAC.

Objectives:

1) Develop threat conceptual models, capabilities data, force structure and tactics.

2) Maintain validated parameter and performance data at classifications appropriate to the system, process, and parent organization.

3) Detail the capabilities of threat force intelligence sensors, systems, processes, and organizations.

4) Foster re-use of data and models in the DIMSRR to the extent possible in order to minimize duplication and economize development resources.

Goal 5:  Model ISR and threat.

Objectives:
1) Resolve data fidelity and scaling issues.
2) Provide audit trails for surrogate data.
3) Establish and implement model and data configuration control.
4) Constrain use of proprietary data and tools.
5) Develop data and tools, with emphasis on supporting data-driven sensor and process representations.
6) Model the information environment.
7) Model terrain ICW the TRADOC SIMCI OIPT’s Environmental Database IPT.
8) Develop new threat models that represent a wide spectrum of threat forces to support the war on terrorism and the development of Objective Force capabilities and systems.  
Goal 6:  Incorporate current and future ISR capabilities into next generation simulations.

Goal 7:  Integrate C4 & ISR systems and M&S architectures.

Objectives:

1) Participate with SIMCI OIPT in support of seamless interoperability between M&S and C4I systems.

a) Support development of Intelligence Electronic Warfare Tactical Proficiency Trainer (IEWTPT) as the premier intelligence M&S bridge between WARSIM & IEW systems.

2) Coordinate with major Army M&S efforts, to include the AMC Research and Development Engineering Center (RDEC) Federation and the Joint Virtual Battlespace (JVB) to assure that ISR M&S are compatible with these architectures and are able to support systems-of-system level experimentation and demonstrations conducted for current and future acquisition programs, e.g., Future Combat System (FCS), Aerial Common Sensor (ACS).

Goal 8:  Establish a capability to represent intelligence processes in M&S to support Intelligence and Army ACR activities.
Objectives:
1) Improve the capability to provide analytical underpinnings for senior leadership decisions.
a) Develop metrics to measure the contribution of ISR.

b) Develop a range of models necessary to support C4ISR analysis.

c) Develop models to represent fusion of information from diverse collection systems.

d) Identify and address imbedded exaggeration of information processing capability.

e) Couple performance and operational models and ensure ability to see linkage between discreet ISR events and mission accomplishment.

f) Provide analyst training in proper application of M&S and the metrics to measure the contribution of ISR.

2) Support TRADOC integrated concept team (ICT) process (TRADOC Pamphlet 71-9) to ensure that the Simulation Support Plan (SSP) properly addresses needs and capabilities for the intelligence process representation. .
3) Develop  a  roadmap for representing ISR and threat in ACR M&S.
a) Identify, catalog, and assess Intelligence process M&S capabilities and deficiencies.
Goal 9:  Improved ISR and SNE representations and their interactions within RDA M&S.
Objectives:
1) Increase participation in existing synthetic natural environment integrated product teams (IPT).
2) Model results of detection data.
3) Develop standards for interoperability of existing and future models.
4) Improve digital terrain elevation data (DTED), features, and the electromagnetic environment in the synthetic natural environment.
5) Leverage High Performance Computing (HPC) resources and participate in HPC management office programs such as the Common High Performance Computing Software Support Initiative (CHSSI) where high fidelity, physics-based M&S environments are being developed.
Goal 10:  Provide realistic intelligence training.
Objectives:
1) Develop (space to mud) multi-echelon, multi-security ISR M&S training solutions.
2) Employ M&S to demonstrate value of ISR systems in training battle commanders and their staffs.
3) Maintain legacy M&S until no longer required.  
Goal 11:  Model current and emerging ISR systems.
Objectives:
1) Deliver training models and simulations in a timely manner to training audience.
2) Ensure accurate representation of the current and near-term emerging Joint ISR inventory.
3) Leverage work already completed in WARSIM/WIM to provide near-term improvements to ISR M&S.
Goal 12:  Maintain funding levels for legacy training systems.

Objectives: 
1) Obtain contracted logistics support (MDEP WCLS) funding to support software and hardware requirements for legacy intelligence models.

2) Monitor relevant budget decision fora, priorities, and issues.
9. Implementation of the Strategy.  This strategy document will serve as the basis for the Army Intelligence Modeling and Simulation Implementation Plan to be developed in FY 03.  Parts of this strategy are already being implemented via initiatives such as the ISR and Threat Focused Research Area (FRA) Working Group of the C4ISR Focus Area Collaborative Team (FACT) and the Threat Representations Working Group (TRWG)
.  Development of the implementation plan will begin with a G-2 sponsored workshop in Nov 03.  Our concept is for workshop participants to start developing tasks to accomplish the goals and objectives of this strategy and nominate organizations that are best suited to accomplishing each task.  As much as possible, these tasks would be tasks that each organization is already performing.  The idea is not to burden organizations with additional tasks, but rather to ensure that those tasks they have already accepted as part of their mission are visible, understood, and fit within a coherent strategy.
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Appendix 1:  Sources of Funding

There is no magic solution to funding.  Every organization must plan for its M&S funding well in advance through the Army budget process.  There are many potential sources of funding for M&S that can be leveraged through planning and coordination with other organizations.  Some are listed below.

Army Model Improvement Program (AMIP)/Simulation Technology (SIMTECH)

Office of the Secretary of Defense (OSD)

AR 5-5 (Army Studies Program)

Federally Funded Research & Development Center (FFRDC) projects and studies (e.g., RAND, MITRE)

Joint activities

Combined Experiments Program (CEP) and Advanced Concept Technology Demonstrations (ACTD)

Army Models and Simulation Office (AMSO)

Equipment Program Element Group (PEG) (e.g., PEO-IEWS)

Cooperative Research And Development Agreement (CRADA) and Independent Research and Development (IRAD)
Program Executive Offices (PEO) and Program Managers (PM)

S&T objectives (STO) process

Army Corps of Engineers (ACOE)

Battle Laboratories

Defense Advanced Research Projects Agency (DARPA)

US Army Forces Command (FORSCOM)

National Imagery and Mapping Agency (NIMA)

Combat Training Centers (CTC)

Advanced Warfighting Experiments (AWE)

Intelligence funding (Army G2).

Appendix 2:  Key Organizations, Critical Leadership, Conferences, etc. 

Key Organizations and Critical Leadership:
Deputy Under Secretary of the Army (Operations Research) (Mr. Walt Hollis)

HQ, AMC (GEN Paul Kern;  Ms. Renata Price, RDA Domain Agent)

Assistant Secretary of the Army (Acquisition, Logistics, Technology) (ASA (ALT)) (LTG John Caldwell, Military Deputy)

Department of the Army Deputy Chief of Staff, G3 (Mr. Vern Bettencourt, ACR Domain Manager;  BG Webster, Army G3 Director of Training)

Army Model and Simulation Office (AMSO) (Mr. Dell Lunceford)

U.S. Army Training and Doctrine Command (TRADOC) (Mr. Al Resnick, ACR Domain Agent;  COL Jim Mitcham, Assistant Deputy Chief of Staff for Simulations and Analysis:  MG Raymond Barrett, Deputy Chief of Staff for Training)

TRADOC Analysis Center (TRAC) (Mr. Mike Bauman)

TRADOC Battle Laboratories and combat developers

AMSEC membership

Director of Objective Force Simulations (Mr. Kent Picket)

Director of Objective Force Analysis (COL Bruce Jette)

Future Combat Systems (FCS)/Objective Force M&S Project Manager (LTC Kyle Burke)

Joint Virtual Battlespace (JVB) (MAJ Rick Schwarz)

U.S. Army Intelligence Center (USAIC) Futures Directorate (Mr. Jerry Proctor)

National Ground Intelligence Center (NGIC) (COL Michael Rosenbaum, Commander)

DIA M&S Executive Agent for Intelligence (MSEA-I)(Mr. Maynard Schmale); 

Center for Army Analysis (CAA) (Mr. Vandiver)

Space and Missile Defense Command (SMDC) (Mr. Burger)

Cost and Economic Analysis Center (CEAC) (Mr. Young)

U.S. Army Armor Center (who?)

Mounted Maneuver Battle Lab (LTC Abbott). 
Army Research Laboratory (ARL)

Research and Development Engineering Centers (RDEC)

US Army Simulation, Training, and Instrumentation Command (STRICOM) (BG Stephen Seay)

US Army Forces Command (FORSCOM)
Office of the Secretary of Defense (OSD) (Dr. Lamb)

Defense Advanced Research Projects Agency (DARPA) (Dr. Anthony Tether)

National Simulation Center (NSC) (COL Eric Wildemann, Director)

National Reconnaissance Office (NRO)

National Security Agency (NSA)

Army Training Support Center (ATSC)

Industry

Key Conferences, Meetings, Workshops, etc.:  The AI and M&S communities should take advantage of the many conferences held throughout the year to further coordinate actions and exchange information.  The DAMI-ITT M&S Team will strive to set up opportunities to address issues of ISR and threat M&S interest at the SMART conference, the Simulation Interoperability Workshop (SIW) and other meetings traditionally well-attended by M&S users and practitioners.  Other potential venues for doing this include:

SMART Conference

Interservice/Industry Training, Simulation and Education Conference (I/ITSEC)

Synthetic Training Environment Periodic Review (STEPR)

Military Operations Research Society (MORS) Symposium

Army Operations Research Symposium

Computer Generated Forces (CGF) Conference

International Test and Evaluation Association’s (ITEA) M&S conference.

ACR Domain Advisory Group, at the Action Officer level

ACR Summit, at the GO/SES level

Simulation Interoperability Workshop (SIW)

RDA Integrating IPT

Appendix 3:  References

Army Intelligence Transformation Campaign Plan (undated), Office of the Deputy Chief of Staff, G-2, Army Intelligence Master Plan (AIMP), http://www.dami.army.pentagon.mil/offices/dami-if/ai-tcp/toc.asp
Field Manual Series 7-100, Opposing Forces, U.S Army Training and Doctrine Command Threat Support Directorate (available on a restricted web site)

Simulation and Modeling for Acquisition, Requirements and Training Execution Plan, 6 November 2000, Army Model and Simulation Office, http://www.amso.army.mil/smart/documents/
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� Advanced Concepts and Requirements (ACR);  Research, Development and Acquisition (RDA);  Training, Exercises, and Military Operations (TEMO)


� Go to � HYPERLINK "http://www.dami.army.pentagon.mil/offices/dami-if/" ��http://www.dami.army.pentagon.mil/offices/dami-if/� to view the AI-TCP.


� Army G2, Army G3 (DAMO-FM), Army G8 (DAPR-FD), US Army Intelligence Center (USAIC), US Army Intelligence and Security Command (USAINSCOM), US Army Training and Doctrine Command Deputy Chief of Staff for Intelligence (TRADOC DCSINT)


� The term “threat” also includes opposing forces (OPFOR), the unclassified threat as described in Army Field Manual (FM) 7-100 series.


� See � HYPERLINK "http://www.amso.army.mil/smart/documents/" ��http://www.amso.army.mil/smart/documents/� to view the SMART Execution Plan.


� See � HYPERLINK "https://simci.army.mil/" ��https://simci.army.mil/� for more information.


� See AMSO web site at � HYPERLINK "http://www.amso.army.mil/main.htm" ��http://www.amso.army.mil/main.htm� for information on FACTs.


� See Appendix 1 for sources of funding.


� The TRADOC Analysis Center (TRAC) led Modeling and Analysis Working Group (MAWG) recently evaluated several Army simulations to assess their C4ISR representation.  Its report is pending.


� More information on the TRWG can be found at the Army Knowledge On-line (AKO)/Army Communities/Intelligence/M and S/M and S Knowledge Center.


� Not exhaustive lists
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