Frequently Asked Questions

Army Investigative Enterprise Solution (AIES) 

Personnel Security Investigations Center of Excellence (PSI-CoE)

Frequently Asked Questions (FAQs)

TRANSITION

Q:  Are unit security offices required to register for a PSIP (Personnel Security Investigations Portal) account in order to be kept in the loop on security processing of new civilian hiring?

A.  Yes. Currently, we are deploying PSIP to the active Army. If you are at a CPAC whose supporting security office is not yet a registered user of PSIP, please have them contact Judy Tang at judy.tang@us.army.mil or (703) 695-3053 for registration instructions.
It is critical that supporting security offices register for a PSIP account for the following reasons: it provides the CPACs the ability to select the supporting security offices as an alternate requester (to request PSI submission support from the PSI-CoE) and it enables the PSI-CoE to send the completed SF8X form to the supporting security office to aid in interim or exception appointment decisions.  

Q:  Several local security offices have started initiating requests via e-QIP direct.  If an office transitioned to direct e-QIP initiation do they still have to transition to PSIP?

A.  Yes. The Army is transitioning to AIES/PSIP to support ALL Army investigative submission requirements.  Activities initiating directly in e-QIP as designed are doing so voluntarily.  Voluntary use of e-QIP as designed does not negate the requirement to transition to AIES/PSI-CoE. 

Q:  Why are some Commands not informed on AIES/PSI-CoE transition? 

A.  The HQDA G-2 is making every effort to inform the HQs of each ACOM, ASSC, and DRU on the AIES/PSI-CoE implementation.  Distribution to the field components is challenging. The HQDA G-2 AIES team is developing additional outreach and educational tools, including formalized policy and implementation guidance from HQDA G-2 and HQDA G-3/5/7, as well as establishing a website.  AIES information will be posted on the SETA web page in the near future.
Q: How are Army personnel at Joint Commands (JCOM) or Combined Commands (CoCOM) submitted for an investigation?

A. All investigations paid for by the Army will be submitted through PSIP. CoCOMs/JCOMs may submit Army personnel for an investigation but they must do so through PSIP. If not, the Army person must be submitted by their unit of assignment.
Q: Can CoCOMs and JCOMs use PSIP?

A. Yes, if they are requesting investigations on Army personnel. They cannot submit investigation for other services via PSIP.

Q: If I register for PSIP early as recommended, do I have to use PSIP in lieu of JPAS right away?


A. No. You will have a grace period to work out any problems or concerns. At the end of your targeted completion phase (Active Army- Sep 2010, Accessions- Dec 2010, Reserve/Guard- March 2011) you will be required to use PSIP only.

REQUESTER/USER INFORMATION

Q:  Where do we find PSIP user procedures?

A.  PSIP user procedures are outlined in the requester guide. The guide book is currently posted on the File Upload Tab of the PSIP site www.psip.army.mil. 
Q.  What is the level of clearance/investigation required by PSIP requesters?

A.  To access and use PSIP, requesters must have a complete and favorably adjudicated NACI or higher level investigation.  No clearance is required to access the site.  The requester guide has been updated to reflect this requirement.

Q:  What is the typical turn-around time to establish and be approved for a new requester PSIP account?  

A.  Our goal is to have all PSIP account requests approved within 5 business days.  The approval process is manual until the next version of PSIP implemented.

Q: What are the call center hours?

A. Call center hours are 6:30am to 5:30pm EST Mon-Thurs, 0630-1445 EST Friday
Q:  What is the mailing address for the PSI-CoE?  

PSI Center of Excellence

B3240/2201 Aberdeen Blvd

Aberdeen Proving Ground MD 21005-5001

Q:  What are the procedures for the 79A form?  Is the 79A always required from OPM when the investigation results are received?

A. The OPM Form 79A must be completed and returned to OPM if it is attached to the investigation package. Follow the instructions on the form and return as directed on the form.
Q:  Who do I contact if I am experiencing a problem/error when submitting a new request through the PSIP website?

A.  Requesters experiencing a problem submitting new investigation requests through PSIP should call the CoE call center at (410) 278-4194.  

Q:  Who is the primary POC for the PSI-CoE? 

A.  All questions or concerns related to requests or PSI-CoE operation should be directed to the CoE call center at (410) 278-4194.  They will ensure that questions or concerns are answered by the appropriate personnel.

Q: When do requesters stop submitting through JPAS?
A. When a requester registers and is approved in the portal, they should stop submitting through JPAS. All PSI submission will go through PSI-CoE. You will have a grace period to work out any problems or concerns. At the end of your targeted completion phase (Active Army- Sep 2010, Accessions- Dec 2010, Reserve/Guard- March 2011) you will be required to use PSIP only.  OPM will be notified not to accept PSIs from other than the CoE.
Q:  What training is available to requsters?

A. The published Requester Guide details how to submit investigation to CoE. In the near future on line classes will be available though DSS. Training will also be posted on PSIP when the new portal deploys at the end of May.

Q. When submitting PRs, are there any registration changes required in PSIP?

A.  Registration changes are not needed to submit PRs in PSIP. Requesters have the ability to initiate all necessary investigations.  The only change for the security offices is that the security office will be the primary requester, opposed to CPAC being the primary and the security office being the alternate requester.

Q: Can contractors serve as requesters in PSIP?

A. Yes, contractors may submit through PSIP if they are submitting on behalf of the government, they meet the investigation requirement and they perform personnel security duties as part of their contract.  
PROCESSING TIMEFRAMES

Q.  While the overall time for processing security investigations may be decreasing, some requesters have found that the up-front hiring time is increasing. This is having an adverse impact on BRAC hiring. Why is this and how can we help?

A.  We have reviewed our internal business rules to ensure we are assisting in the hiring process. Generally, the PSI-CoE will ensure the supporting Security Office/CPAC receive the completed SF8X form to support the interim clearance or exception appointment decisions as soon as they are complete and ready for submission to OPM for investigation.  AIES adheres to AR 380-67 requirements, which require interim decisions to be made from the final approved version of the subject’s SF8X forms.  This is a departure from past practices at some locations and which may slightly increase the time, however AIES enforces adherence to policy. 

Q: How long does a subject have to complete the forms?
A. The subject has 5 calendar days to complete the form.  After 18 days, the request will be terminated.

REQUESTING INVESTIGATIONS

Q:   PSIP does not seem to be able to accommodate SF85P investigations.  At this time, the portal does not allow for selecting a SF85P. How do you request an SF85P form for the investigation?

A.  PSIP requests specify access requirements rather than form types. Once the request is received at the PSI-CoE the initiation team determines the proper form type and initiates that investigation in e-QIP.  For position of trust requests, in the comments field of PSIP, enter the position title and the type of form you are requesting. Note: The SF85P is typically for public trust positions, such as security/police, medical, and childcare positions, as well as for some non-US citizen investigations.
Q:  What positions are exempted from submission via PSIP? 

A.  SF86s that are classified upon completion are exempt from PSIP submission.  These investigations are to be processed through requisite command channels. Contractors requiring access to classified information, with the exception of contract linguists, are exempt from PSIP submission. 

Q:  What is the requirement for submitting the SF85P?  

A.  The submission and use of the SF85P is restricted to public trust positions (e.g., access to critical infrastructure water treatment, electrical power plants, medical positions, certain law enforcement duties, etc.).  For legal reasons, the use of the SF85P is not authorized to gain “additional” data on a subject if the position is not designated as a public trust position.  The improper use of the SF85P has brought scrutiny to the DoD and other Federal agencies.  The HQDA G-2 will issue clarifying policy/guidance in the near future to help answer questions and concerns regarding the differences between the SF85 and SF85P forms.

Q: What if I accidentally submit a mistake (misspelled name, wrong SSN, etc.)?

A. Call the CoE call center immediately. If the PSIP application has not yet been initiated, any fields can be updated. Once it has been initiated, the SSN is locked down and a new request will have to be generated.

Q: Should CPACs query the security office before submitting a request on a civilian new hire in PSIP?
A. It is not necessary for CPACs to validate need via the security office. The PSI-CoE will validate need when the request is received through PSIP. If the person does not require an investigation, PSI-CoE will notify the requester.
Q:  Can a local security office view the SF8X in e-QIP while it is being processed?

A.  No, the SF8X forms are restricted to view by the individual and the PSI-CoE.  To facilitate the interim security clearance and/or exception appointment decision, the PSI-CoE will forward the completed SF8X forms to the appropriate security office as designated in the request. For a civilian new hire investigation, the CPAC must list the appropriate supporting security officer as the “Alternate Requester” in order to facilitate proper communication. In order for this to occur, the appropriate security office must be registered in PSIP.

Q: What if the subject claims to have completed their forms but we are still receiving emails that forms are missing?

A. Once the subject prints their releases at the end of the SF-8x form in e-QIP, they must click on the “Submit to Requesting Agency” button. If they do not, they have not completed the form and it will not be forwarded to the CoE for review. Instruct them to go back into their forms and ensure that the “Submit to Requesting Agency” button is clicked at the very end. If they still have problems, instruct them to call the CoE call center at (410) 278-4194.

Q: How do I know if my PSIP request was successfully submitted?

A. You will get a ticket number when the request is submitted. The ticket number represents the tracking number for that individual investigation request.  Additionally, an email will be sent indicating the successful submission of the PSI request within a few minutes from receipt of the request. If you believe your request was not successfully submitted, please contact the CoE call center at (410) 278-4194 to confirm that the request was received.

Q:  Is it possible to email the OF306 and resume to the CoE?

A: The forms may be-mailed to: imneapgesi@conus.army.mil. 
Q:  How do I check the status of an investigation?

A. You will receive email notifications every five days indicating the status of your request. The PSI CoE staff will also contact you when items or documentation is pending. If the emails do not provide sufficient information on the status of an investigation and the investigation has not been submitted to OPM, you may contact the CoE call center at (410) 278-4194. Once the investigation is submitted to OPM and you have received the SF8X to review, your local security office can check the status using JPAS. The security office will be able to determine if the investigation is open or closed, as well as the applicable adjudication status.

Q:  Is there an alternate fax number for the CoE? Is a DSN number available?

A. The CoE has two fax numbers to include one DSN number:


(410) 630-7816


(410) 306-3858 DSN 458-3858

Q: Are Local Record Checks required to request an investigation via PSIP?

A. Local records checks are no longer a required element for the submission or request of an initial or periodic background investigation/reinvestigation. The conduct of a local records check in support of an interim security clearance/exception appointment will be conducted separate from the background investigation submission process as not to delay or impede the submission/request of a background investigation. 

Q: Is the OF306 required for an investigation submitted on the SF86 form?

A. The OF 306 is required for all initial investigation requests for civilian new hires submitted through PSI-CoE.  As part of the PSI-CoE quality assurance process, the PSI-CoE will conduct a review of the OF306 against the official completed SF86 for the presence of discrepancies. The PSI-CoE will submit the OF306 to the OPM, as required. 
Background: The OF306 is not required with investigation submissions via e-QIP for

National Security Positions using the SF86.  This means that any investigation submitted on the SF86 via e-QIP does not require an OF306 to accompany it unless there are discrepancies between the information on the OF306 and the information on the SF86.  This change in procedure is permissible because all the questions on the OF306, such as questions relating to criminal history, employment history and federal debt, were incorporated into the July 2008 e-QIP version of the SF86.  If there are any discrepancies between the OF306 and the SF86, the CoE must submit both forms.  If there are no discrepancies the OF306 is not required to be submitted with the SF86. Hard-copy submissions of the SF86 must include the OF306.

Q: When is an OF 306 required?

A. The OF306 is required for all initial investigations on new civilian hires. For the SF86, CoE must determine if there are any discrepancies between the OF306 and the SF86. If no discrepancies are found, the OF306 will not be uploaded to OPM. Investigations requested on the SF85 for contractors require the applicant to answer specific questions found on the OF306: 1, 8, 9, 10, 11, 12, 13, 16, and 17a. The OF306 may be used or the specific questions and answers may be provided on an attachment.  Please review the Forms Required to Request Investigations in PSIP for more information.
Q: Who is responsible for sending in the resume/application and OF306 to CoE?                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                 

A.  The requestor is responsible for providing the resume/application and OF306 to the CoE. The resume submitted must be the resume that was used during the hiring process. It is recommended that the request is not submitted via PSIP until you have the completed resume and OF 306.
Q: When should the resume and OF306 be sent to CoE?

A.  Resume and OF306 forms should be e-mailed or faxed to the CoE when the request is sent via PSIP. The CoE will match the documents with the request. It is recommended that the request is not submitted via PSIP until you have the completed resume and OF306.
Q: How is the resume and OF306 matched with the e-QIP?

A. CoE will match the forms with the e-QIP prior to uploading to OPM. 

Q:  The subject desires to send in supporting documentation to some of the Yes/No questions. When is the best time to submit these documents?

A.  Supporting documentation is not a required element to the investigation submission. If the subject desires to still submit supporting documentation, it can be faxed or e-mailed to the CoE. The CoE will transmit the documentation to OPM with the other required forms.

Q:  Who will create the JPAS record for new employees?

A.  If the person does not have a record in JPAS, CoE will create a seasonal category. CoE will take servicing relationship until the investigation opens. The requesting security office should take ownership of the subject’s record. 

Q: What if the subject does not have e-mail?

A.  An e-mail account is a requirement for PSI submission. Recommend several options for the subject: kiosks at the requesting office, library, free e-mail sites, etc.

Q: What if the individual is unavailable to complete the e-QIP?

A. If the subject will not be available for at least 5 days following the PSIP request due to TDY, leave, etc., please defer the request until the subject is available to complete their forms.
Q: Can a security investigation be requested on a volunteer?

A. Yes, if the person is volunteering in a position for over 120 days that requires classified access. 
Q:  Is the medical form required if Section 21 is No? 

A. The medical form is not required if Section 21 is answered no.

FINGERPRINTS/RELEASE PAGES
Q.  In light of AIES/PSI-CoE implementation, who will be responsible for fingerprint processing/capture?  

A. Army leadership has recognized a need for an Office of Primary Responsibility (OPR) to develop overarching guidance and policy regarding Fingerprint Processing.  Since fingerprint capture supports more than the PSI process, the Director of the Army Staff (DAS) has directed a formal working group to develop a way ahead for an OPR for Fingerprints for approval at the HQDA level.  In the interim, fingerprint capture and processing will remain as is.  

Q:  Will the PSI-CoE accept hard-copy or electronic fingerprint capture?  

A. Electronic submission to CoE is the preferred method.  Hard-copy submission to the PSI-CoE is acceptable though not the preferred method.  Electronic submission of fingerprints to OPM expedites the processing of fingerprints to the FBI. If hard-copy fingerprints are received by the PSI-CoE they will scan in all cards and electronically send them directly to OPM.  The mailing address for hard-copy forms is:

PSI Center of Excellence

B3240/2201 Aberdeen Blvd

Aberdeen Proving Ground MD 21005-5001

Q: What constitutes a properly completed (manual) fingerprint card?

A. In order to properly complete fingerprint cards, you must ensure the SSN, DOB and POB are correct and use the proper codes for eye and hair color.  If the card has discrepancies or omissions the PSI CoE will have to call to verify the information. Reference the AIES Fingerprint Guide in PSIP for more information.
Q. Why are requesters being asked to re-fax signature/release pages? 

A. The PSI-CoE accepts pages in multiple ways to help with this concern. Documentation may be faxed to the fax server at (410) 630-7816. On occasion, faxes can be difficult to read, come through blank, or have missing lines, etc, requiring the fax to be resent. The PSI-CoE also accepts forms via e-mail. Scanned documentation can be e-mailed to imneapgesi@conus.army.mil. 
Q:  Is it mandatory to FEDEX documents/fingerprints to the PSI-CoE?  

A. FEDEX is not required for sending hard-copy fingerprints to the CoE.  Electronic fingerprints are the preferred method of transmitting fingerprints and we strongly encourage anyone with that capability to use that as your primary method of transmission. Note: We do not submit packages to OPM that are incomplete. We must have the fingerprints when required and all signature/release pages.

Q: Who is required to submit fingerprint cards?

A. Fingerprint cards are only required for initial investigations, to include upgrades.
Q: When submitting Electronic Fingerprints (EFP), what SOI should be used?
A. The SOI that is associated with the electronic machine should be used. Do not change the SOI. If the SOI is changed the prints will not transmit though it will appear that they have transmitted successfully. The fingerprints will be matched to the e-QIP investigation record by the individual’s name and SSN.

INTERIMS

Q:  Can you clarify the changes to the interim approval process for positions requiring security clearances? 

A.  Interim security clearances, are handled IAW AR 380-67. The only change to the interim process is how the Security Office receives the final completed SF8X forms.  Interim security clearances should be granted using the completed final SF8X form processed by the PSI-CoE and that is returned to the requester and alternate requester (the supporting security office in the case of CPACs).  Reminder: If the requester is a CPAC, they must use the security office as an alternate requester in order for the final SF8X form to be sent to the security office.

The SF8X form is e-mailed to the Security Office with a recommendation that indicates whether or not the form requires review prior to the granting of interim access. In all cases a review of JPAS and SII should be conducted by the supporting Security Office.
Q: What is the process for requesting and receiving advanced National Agency Check (NAC) results?  

A.  The PSI-CoE will request advanced NAC results for all initial investigations being submitted.  Currently, OPM returns advanced NAC results to CCF for national security investigations and the requisite SOI for suitability investigations (some Army security offices are receiving advanced NAC results).  These advanced results aid in an interim security clearance decision, HSPD-12 decisions (CAC Issuance) or other suitability type decisions.  To accommodate security offices that do not receive advanced NAC results, the HQDA G-2 and CCF are developing a capability for the installation/command security officer to retrieve and view advanced NAC results from CCFs adjudication system.  

Q: Can an interim be granted prior to a subject signing an NdA?

A. Yes. The NdA does not effect an interim determination. The NdA can be placed in JPAS after the interim is granted. Security managers should enter the interim determination in JPAS without delay; however, do not grant access in JPAS until the NdA is signed and entered.

Q: Are Local Records Checks required for interim clearances?

A. A local records check is not required to grant an interim security clearance for a new civilian employee. Commanders may conduct a local records check of personnel, base military police, medical and local/command security records, as applicable to support interim clearance decisions. Local records checks are restricted to those activities on a military installation, post, camp, or station.  Local records checks will be conducted separate from the background investigation submission process and will not delay or impede the submission/request of a background investigation. 
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