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DRAFT CHANGE TO APPENDIX A OF THE ACTEDS PLAN FOR CP-35 (Changes recommended by the Career Program Planning Board are in red)

( (( STRUCTURE OF APPENDIX A. This portion of the MTP identifies the required competencies for CP-35 (Intelligence) careerists.  The competencies are divided into nine competency groups representing the two Career Tracks, the Technical (Common/Core) Track and the Supervisory/Managerial Track, and the seven Intelligence career program areas of:  Collection Management, Production/Analysis, Security Countermeasure, Counterintelligence/HUMINT, Education/Training, Intelligence Combat Development, and Information Operations.  Competencies in each group are further divided into Subgroups.  Subgroups help describe the full range of required competencies, help in career planning and will be used to measure attainment of an appropriate breadth of competency.  Codes, such as CU.1 for Writing competency, are assigned to each subgroup and competency to assist in the planning and documentation process.  Many Career Areas also have recognized Specialties, that is a recognized line of work within the Career Area.  For instance, Technical Security is a Specialty in the Security Countermeasures Career Area.  Frequently, but not always, the Specialties are recognized in DCIPS/CIPMS Army Occupational Guides or Office of Personnel Management (OPM) Classification Standards with separate titles or titling practices.

OVERVIEW OF CP-35 STRUCTURE

	#
	CAREER TRACK
	CODES
	SUBGROUPS
	LEVELS

	1
	TECHNICAL (COMMON/CORE)


	C

CU

CL

CE

CG
	-  Universal

-  Leadership/Teamwork

-  Organizational/Environment

-  Functional/Substantive
	Entry/Developmental

Full Performance/

     Journeyman

Expert

Senior Expert

	2
	SUPERVISORY/

    MANAGERIAL
	M

ML

MP

MR

MB

MC
	-  Leading Change

-  Leading People

-  Results Driven

-  Business Acumen

-  Building Coalitions/Communication
	Team Leader

Supervisor

Manager

Senior Executive

	

	
	 CAREER AREAS
	CODES
	SUBGROUPS
	SPECIALTIES

	3
	COLLECTION MANAGEMENT
	O

OE

OF
	-  Organizational/Environment

-  Functional/Substantive
	Requirements

Operations

	4
	PRODUCTION/

ANALYSIS
	P

PE

PF
	-  Organizational/Environment

-  Functional/Substantive
	Analysis

Intelligence Threat Support

Materiel Exploitation and Acquisition

	5
	SECURITY COUNTERMEASURES/


	S

SE

SF
	-  Organizational/Environment

-  Functional/Substantive
	General Security

Technical Security      

SCI Security

	6
	CI/HUMINT
	TBD
	- Organizational/Environment

-  Functional/Substantive
	tbd

	
7
	EDUCATION/TRAINING
	E

EE

EF
	-  Organizational/Environment

-  Functional/Substantive
	Instructor   

Education 

Training

	8
	INTELLIGENCE COMBAT DEVELOPMENT


	I

IE

IF


	-  Organizational/Environment

-  Functional/Substantive
	-  General Intel Combat Developments

-  Design and Development

-  Materiel Acquisition

-  Staff Management

	9
	INFORMATION OPERATIONS
	TBD
	-  Organizational/Environment

-  Functional/Substantive
	TBD


 KEY      DEFINITIONS FOR COMMON CORE SUBGROUPS –

   UNIVERSAL/GENERIC/BASIC -  Applicable to all career areas and/or programs – not intelligence specific.

   LEADERSHIP/TEAMWORK – Ability to work effectively with and/or lead others. 

   ORGANIZATIONAL/ENVIRONMENT – Competencies relating to the understanding of relevant

        organizations-DOD, Army, intelligence as well as the structure and operations of customers.

   FUNCTIONAL/SUBSTANTIVE – Competencies required of a specific career area.
( ((  COMPETENCY REQUIREMENTS 

By Career Track.  All Technical Track careerists must attain Common/Core competencies in Group 1, Common/Core, but not those in the Supervisory/Managerial Career Track.  All those in the Supervisory/Managerial Career Track (i.e., supervisors and supervisors of supervisors [managers]) must develop Supervisory/Managerial competencies in Group 2, as well as the competencies in Group 1, Common/Core, that are not repeated/restated in Group 2.  Specifically, CU. 3 Computer Skills, CU.4, Staff Work, CU.7 Security Precepts, Requirements and Procedures and all the competencies in the Organizational/Environment (CE) Subgroup and all the competencies in the Functional/Substantive (CF) subgroup, are required of those in the Supervisory/Managerial Career Path as well as those competencies found in the Supervisory/Managerial Career Path, Group 2.  

	 Technical Track Requirements

· Common/Core Competencies

· Career Program Area Competencies (One or more of Five Career Areas)


	Supervisory/Managerial Track Requirements

· Supervisory/Managerial Competencies

· Common/Core Competencies listed below:

CU.3 Computer Skills,

CU.4 Staff Work

CU.7 Security Precepts, Requirements and procedures

CE.  All Competencies

CF.  All Competencies

· Career Program Area Competencies (One or more of Five Career Areas)


By Career Area, Subgroup and Specialty.  Each Career Program member (careerist) will additionally fall in at least one of the seven career areas of Career Program 35, depicted in Groups 3 –9, and is responsible for also attaining those competencies.  Please note that the competencies in Group7, Education/Training, reflect only intelligence-related competencies.  Careerists in that Career Area are also required to develop appropriate competencies specified in Career Program 32, Training.  Many of the competency groups and subgroups are further divided or annotated by specialty.  Where Specialties are indicated and apply, careerists are responsible for just the competencies that are linked to them.
Language Competency Requirements.  Competency in a foreign language and/or area studies could be required of many careerists in CP-35 regardless of Career Area, Track, Level or Specialty.  Language requirements will be added by the supervisor as appropriate. 

   STANDARDS OF COMPETENCY/PROFESSIONAL CERTIFICATION.  Careerists must attain a significant breadth as well as depth of competency (i.e., professionalism) in order to be recognized/certified as an Army professional in their Career Track, Area, Specialty (if appropriate) and Level.  Careerists are responsible for attaining the applicable competencies listed in Appendix A as well as those required of their present position.
Standards for Individual Competencies.  The standards for attaining an individual competency are defined below and are equally applicable to all competencies whether from the Common/Core Group of the Technical Career Track, the Supervisory/Managerial Group of the Supervisory/Managerial Track or from one of the seven functional Career Areas.  Careerists will develop and be evaluated on their attainment of competencies at each Career Level.  These standards are an extract of the Grade Band Definitions for Professional-Administrative Work Not Otherwise Covered by a Specific Army Occupational Guide found in Appendix G, titled  “Guide for Grade-Band Classification Within CIPMS Career Paths” of the Guide to Classifying GS Position in CIPMS.  In some cases, the full definition contained in that Guide will be needed to determine whether a competency has been attained.  The appropriate grade band definition for an applicable Army Occupational Guide may also be used. 

· Developmental (Grades 5 to 9):  General knowledge of and expertise with the principles, concepts and/or methodologies of the competency as attained from education or basic/familiarization/overview courses and/or initial on-the-job orientation/training and closely supervised assignments.  Becomes qualified to advance to intermediate courses and perform a range of routine assignments under general supervision relying on the competency.

· Full Performance/Supervisor (Grades 10 to 13):  Thorough, complete understanding of and expertise in the principles, concepts and/or methodologies of the competency as attained from education and intermediate courses, and in some cases advanced courses, as well as successful experience in a variety of complex assignments, under normal supervision, that require the competency.  Able to lead and guide lower-graded personnel.

· Expert/Manager (Grades 14 to 15):  Mastery of the principles, concepts and/or methodologies of subject/competency and expertise as attained from the most advanced training and graduate level education, such as IC or Joint education and/or training, as well as significant success in performing the most demanding assignments requiring the competency.  Able to experiment and apply new developments in the competency to problems/tasks not susceptible to treatment by accepted methods.

· Senior Expert/Executive (Grades above 15):  Mastery of the subject/competency – a recognized expert within specialty field and profession.

Army Standards for Certification of a Career Level/Professional Certification.  Careerists may seek Army certification from their major command CPM upon attainment of the required breadth and depth of competency for a Career Level.  To be considered to have attained sufficient breadth and depth of competency for a Career Level a careerist must first have been evaluated by appropriate officials (immediate supervisor and second line supervisor/manager and/or ACPM) to have reasonably attained the appropriate Career Level for a preponderance (66% or more) of the competencies required for each of the Subgroups in Appendix A applicable for the careerist’s Career Track, Area, and Specialty, if appropriate, as well as for those competencies required of the present position.  The appropriate MACOM CPM, or equivalent designated official, will then review and make a determination.  Professional certification will reflect achievement of a sufficient breadth, in addition to depth, of experience, education, training, etc. appropriate for the careerist’s present Career Level in the Army. 

( (( GROUP 1 – COMMON/CORE COMPETENCIES (C)/TECHNICAL CAREER TRACK.  This group of competencies is for all careerists in the Technical Career Track.  After each competency, the Supervisory/Managerial track (Group 2) competencies that are similar have been identified in the parenthesis.  This is to help identify the relationship between the Career Tracks.  Careerists in the Supervisory/Managerial Career Track are also responsible for the following Group 1 competencies because they do not have an analogue in Group 2: CU. 3 Computer Skills, CU.4, Staff Work, CU.7 Security Precepts, Requirements and Procedures and all the competencies in the Organizational/ Environment (CE) Group and all the competencies in the Functional/Substantive (CF)Group are required of those in the Supervisory/Managerial Career Path as well as those in the Tech. Career Path.
	UNIVERSAL (CU)

(7 or more)
	LEADERSHIP/

TEAMWORK (CL)

(4 or more)
	ORGANIZATIONAL/

ENVIRONMENT (CE)

(5 or more)
	FUNCTIONAL/

SUBSTANTIVE (CF)

(4 or more)

	CU.1  Written Communication  (MC.5)
	CL.1  Project Management  (MR.2, MR.5, MB.2, MB.3)
	CE.1  Army Roles, Customs & Courtesies
	CF.1  Broad Career Area Expertise (MR.5)

	CU.2  Oral Communication (MC.3)
	CL.2  Teamwork/

Teambuilding/

Leadership (ML.5, ML.6, MP.1, MP.2, MP.3, MP.4, MC.2, MC.4, MC.6)
	CE.2  Army Organizational Roles
	CF.2 Multi-Career Areas/ Related Disciplines (MR.5)

	CU.3  Computer Skills
	CL.3  Concept Facilitation/

Influencing/Nego-tiating (ML.7, ML.8, MP.3, MC.1)
	CE.3  DOD and Joint Organizational Structures, Roles and Missions
	CF.3  Intelligence Cycle



	CU.4  Staff Work
	CL.4  Decision Making (MR.3, MR.4, MR.5)
	CE.4  Intelligence Community and the National Intel Process
	CF.4  National Security and Military Strategy

	CU.5  Reasoning/

Problem Solving/

Creative Thinking (ML.2, MR.4)
	CL.5  Evaluation and Critique (MR.1
	CE.5  Army Intelligence Roles and Functions
	CF.5  Intelligence-Unique Computer/Network Systems

	CU.6  Self-Management/ Initiative (ML.1, ML.3, ML.4, MR.3, MR.6)
	
	CE.6  Interagency Coordination
	

	CU.7  Security Precepts, Requirements, and Procedures
	
	CE.7 Force Integration
	

	CU.8  Diversity Awareness (MP.2)
	
	
	

	CU.9  DCIPS/CP-35 (MB.1)
	
	
	

	CU.10  Funding, Resource Management and Contracting; (MB 2)
	
	
	


UNIVERSAL (U)

CU.1  Written Communication – Ability to recognize or use correct English grammar, punctuation, and spelling; writes In proper military and non-military formats to meet informational needs; communicates information (for example, facts, ideas or messages) in a succinct and organizaed manner, produces written information, which may include technical material, that is appropriate for the intended audience. 

CU.2  Oral Communication – Ability to express information (for example, ideas or facts) to individuals or groups effectively, taking into account the audience and nature of the information (for example, technical, sensitive, controversial); makes clear and convincing oral presentations; listens to others, attends to nonverbal cues, and responds appropriately. 

CU.3  Computer Skills  -- Ability to use computers to satisfy informational needs (report writing, E-mail. Presentations, etc.).  Ability to use various computer programs, databases and automated tools to satisfy job requirements.  Skill manipulating computer data to produce reports and perform complex analyses.  Ability to use INTERNET and/or secure wide area networks

( WANs) to obtain and transmit information.

CU.4  Staff Work -- Ability to perform a range of staff actions such as preparing memoranda in proper Army format, preparing “Staff Action” coversheets and routing slips, preparing Information Papers and Decision Papers, etc.  Knowledge of staffing/coordination process to include ability to obtain consensus or compromise.  Ability to assemble facts, evaluate investigative data and prepare studies and reports.

CU.5  Reasoning/Problem Solving/Creative Thinking – Ability to identify rules, principles or relationships that explain facts, data or other information; analyzes information and makes correct inferences or draws accurate conclusions.  Identifies problems; determines accuracy and relevance of information; uses sound judgment to generate and evaluate alternatives, and to make recommendations.  Uses imagination to develop new insights into situations and applies innovative solutions to problems; designs new methods where established methods and procedures are not applicable or are unavailable. 

CU.6  Self-Management/Initiative – Ability to set well-defined and realistic personal goals; displays a high level of initiative, effort, and commitment towards completing assignments in a timely manner; works with minimal supervision; is self-motivated to achieve; demonstrates responsible behavior. 

CU.7  Security Precepts, Requirements and Procedures -- Ability to identify security precepts and various aspects of Operations Security (OPSEC); knowledge of security regulations and procedures.  Knowledge of procedures to properly handle Sensitive Compartmented Intelligence (SCI), Special Access Programs, other special access, and collateral classified material as required.  Ability to identify security precepts and other aspects of OPSEC including a knowledge of security regulations and procedures governing information security, information systems security, special access programs and SCI management.  Knowledge of SAEDA requirements and procedures.
CU.8  Diversity Awareness -- Knowledge of principles and practices of EEO and affirmative action and ability to use that awareness in interpersonal relationships and task based working groups. 
CU.9  Defense Civilian Intelligence Personnel System (DCIPS)/Career Program 35  – Ability to use the DCIPS () to understand personnel management and manage a career.  Ability to use the provisions and principles of a career program to plan and manage careers. 
CU.10  Funding, Resource Management and Contracting– Knows the various funding types such as TIARA, GDIP, OMA, R&D and ability to budget and program these funds to satisfy intelligence requirements.   Understands the role of contracting in the government.
LEADERSHIP/TEAMWORK  (L)

CL.1  Project Management  -- Skill at managing projects and programs.  Able to plan, organize, coordinate, direct and control resources to accomplish the assigned project. 

CL.2  Teamwork/Teambuilding/Leadership --  Ability to work with others to coordinate and synthesize activities to produce required products.  Contributes to integrating individual team member needs with organizational objectives, developing cohesive teams and units.  Manages group processes; encourages and facilitates cooperation, pride, trust and group identity; fosters commitment and team spirit; works with others to achieve goals.  Inspires, motivates and guides others toward goal accomplishment; coaches, mentors and challenges juniors/subordinates; adapts leadership styles to a variety of situations; models high standards of honesty, integrity, trust, openness and respect for the individual by applying these values to daily behaviors. 

CL.3   Concept Facilitation/Influencing/Negotiating -- Ability to sharpen management acumen by participating in and sharing current management issues, problems, solutions and trends.  Knowledge of techniques and methods to stimulate creativity.  Ability to represent, explain, sell and defend the organization’s policies and activities internally and externally; persuades others to accept recommendations, cooperate, or change their behavior; works with others towards an agreement; negotiates to find mutually acceptable solutions. 

CL.4   Decision Making  -- Ability to assess and weight information to make sound, well-informed and objective decisions; perceive the impact and implications of decisions; commit to action, even in uncertain situations, to accomplish organizational goals; cause change where appropriate. 

CL.5   Evaluation and Critique -- Ability to develop objective performance measures and determine quality of projects, programs, or performance by comparison against standards or objectives or customer requirements. 
ORGANIZATIONAL/ENVIRONMENT (E)

CE.1  Army Roles, Customs and Courtesies -- Knowledge of the roles and mission of the Army, role of civilians, and customs and courtesies.

CE.2  Army Intelligence Roles, Functions and Relationships -- Knowledge of Army intelligence's roles, functions and relationships, especially related to the careerist’s career area and specialty/discipline, etc.  
CE.3.  DOD and Joint Organizational Structures, Roles,  Missions and Relationships.   Knowledge of how DOD and Joint organizations are organized, function and operate, especially related to the careerist’s career area, specialty, discipline, etc.   Knowledge of Army’s role in relationship to joint and DOD organizations.  Knowledge of how the joint and DOD organizations can be leveraged to augment Army capabilities.  
CE.4  Intelligence Community Structure, Roles and Relationships and the National Intelligence Process -- Knowledge of  the US national security structure and the national intelligence community.  Knowledge of how the intelligence community functions and interacts.  Knowledge of the role of intelligence in the national security process.  Knowledge of the purpose and major functions of joint and/or combined intelligence.  
CE.5  Organizational Roles -- Knowledge of command relationships and staff roles and processes within Army especially related to the careerist’s career area and specialty/discipline, etc.  
CE.6  Interagency/Community Coordination – Ability to use interagency coordinating mechanisms to plan and complete a range of staff actions and projects within Army Intelligence, DOD/Joint organizations, Intelligence Community, and/or Army institutions and commands
CE.7  Force Integration -- Knowledge of the critical elements of the force integration processes, functions and interrelationships by which the Army runs.

FUNCTIONAL/SUBSTANTIVE (F)

CF.1  Broad Career Areas Expertise.  Knowledge of and ability to perform assignments in several related specialties/disciplines/subdisciplines/functions within the careerist’s primary career area in addition to the careerist’s primary specialty/discipline, etc.  Ability to use that knowledge to improve the quality of work products falling within the careerist’s primary specialty in their career area as well as to perform a range of tasks either overlapping into other specialties or in new and emerging areas. 

CF.2  Multi-Career Areas/Related Disciplines -- Knowledge of another Career Area (outside the careerist’s primary career area) and/or in such related fields as weapons systems, acquisition, engineering, C3I systems, programming and budgeting, etc.  Ability to use that knowledge to improve the quality of work products falling within the careerist’s primary career area as well as to perform a range of tasks overlapping into other career areas or in new and emerging areas/specialties/disciplines. 

CF.3  Intelligence Cycle -- Knowledge of requirements and planning, collection and processing, exploitation and analysis, and production and dissemination phases of the intelligence cycle.

CF.4  National Security and Military Strategy - - Knowledge of national security and military strategy.  A current knowledge of the world situation and threat.

CF.5  Intelligence-Unique Computer/Network Systems -- Ability to use the basic concepts, procedures and capabilities of intelligence communications systems, intelligence information systems,  and supporting databases and networks applicable to their career area and specialty. Knowledge of and ability to use applicable intelligence database retrieval formats and outputs.  Knowledge of interrogation, retrieval, documentation and formatting techniques in applicable intelligence databases.

( (( GROUP 2 -  SUPERVISORY/MANAGERIAL COMPETENCIES (M)/SUPERVISORY/ MANAGERIAL CAREER TRACK.   These competencies are for all careerists in the Supervisory/ Managerial Career Track.  The competencies below reflect the Office of Personnel Management’s Defined Leadership Competencies.   Competencies from Group 1, Common Core, are listed in the matrix below for information to demonstrate relationships among competencies/career tracks. 

	LEADING CHANGE (ML)

(6 or more)
	LEADING PEOPLE (MP)

(3 or more)
	RESULTS DRIVEN (MR)

(4 or more)
	BUSINESS ACUMEN (MB)

(2 or more)
	BUILDING COALITIONS/ COMMUNICATIONS (MC)  

            (4 or more)

	ML.1 Continual Learning (CU.6) 
	MP.1  Conflict Management (CL.2)
	MR.1  Accountability (CL.5)
	MB.1  Human Resource Manage-ment (CU.9)
	MC.1  Influencing/ Negotiating (CL.3)

	ML.2  Creativity and Innovation  (CU.5)
	MP.2  Cultural Awareness (CU.8, CL.2)
	MR.2  Customer Service (CL.1)
	MB.2  Financial Management

(CL.1)
	MC.2  Interpersonal Skills (CL.2)

	ML.3  Flexibility (CU.6)
	MP.3  Integrity/ Honesty
(CL.2, CL.3)
	MR.3  Decisiveness (CU.6, CL.4)
	MB.3  Technology Management (CL.1)
	MC.3  Oral Communications (CU.2)

	ML.4  Resilience (CU.6)
	MP.4  Team Building (CL.2)
	MR.4  Problem Solving (CU.5, CL.4)
	
	MC.4  Partnering (CL.2)

	ML.5  External Awareness (CL.2)
	
	MR.5  Technical Credibility (CL.1, CL.4)
	
	MC.5  Written Communication (CU.1)

	ML.6  Service Motivation (CL.2)
	
	MR.6  Entrepreneur-ship (CU.6)
	
	MC.6  Political Savvy 

(CL.2)

	ML.7  Strategic Thinking (CL.3)
	
	
	
	

	ML.8  Vision (CL.3)
	
	
	
	


LEADING CHANGE (L)

ML.1  Continual Learning -- Grasps the essence of new information; masters new technical and business knowledge; recognizes own strengths and weaknesses; pursues self-development; seeks feedback from others and opportunities to master new knowledge. 

ML.2  Creativity and Innovation -- Develops new insights into situations and applies innovative solutions to make organizational improvements; creates a work environment that encourages creative thinking and innovation; designs and implements new or cutting-edge programs/processes. 

ML.3  Flexibility -- Is open to change and new information; adapts behavior and work methods in response to new information, changing conditions, or unexpected obstacles.  Adjusts rapidly to new situations warranting attention and resolution. 

ML.4  Resilience -- Deals effectively with pressure; maintains focus and intensity and remains optimistic and persistent, even under adversity.  Recovers quickly from setbacks.  Effectively balances personal life and work. 

ML.5  External Awareness -- Identifies and keeps up to date on key national and international policies and economic, political, and social trends that affect the organization.  Understands near-term and long-range plans and determines how best to be positioned to achieve a competitive business advantage in a global economy. 
ML.6  Service Motivation -- Creates and sustains an organizational culture which encourages others to provide the quality of service essential to high performance.  Enables others to acquire the tools and the support they need to perform well.  Shows a commitment to public service.  Influences others toward a spirit of service and meaningful contributions to mission accomplishment. 
ML.7  Strategic Thinking -- Formulates effective strategies consistent with the business and competitive strategy of the organization in a global economy.  Examines policy issues and strategic planning with a long-term perspective.  Determines objectives and sets priorities; anticipates potential threats or opportunities. 
ML.8  Vision -- Takes a long-term view and acts as a catalyst for organizational change; builds a shared vision with others.  Influences others to translate vision into action. 

LEADING PEOPLE (P)

MP.1  Conflict Management -- Identifies and takes steps to prevent potential situations that could result in unpleasant confrontations.  Manages and resolves conflicts and disagreements in a positive and constructive manner to minimize negative impact.

MP.2  Cultural Awareness - Initiates and manages cultural change within the organization to impact organizational effectiveness.  Values cultural diversity and other individual differences in the work force.   Ensures that the organization builds on these differences and that employees are treated in a fair and equitable manner. 

MP.3  Integrity/Honesty -- Instills mutual trust and confidence; creates a culture that fosters high standards of ethics; behaves in a fair and ethical manner toward others, and demonstrates a sense of corporate responsibility and  commitment to public service.

MP.4  Team Building -- Inspires, motivates and guides others toward goal accomplishments.  Consistently develops and sustains cooperative working relationships.  Encourages and facilitates cooperation within the organization and with customer groups; fosters commitment, team spirit, pride, trust.  Develops leadership in others through coaching, mentoring, rewarding and guiding employees.

RESULTS DRIVEN (R)

MR.1  Accountability -- Assures that effective controls are developed and maintained to ensure the integrity of the organization.  Holds self and others accountable for adherence to rules and responsibilities.  Can be relied upon to ensure that projects within areas of specific responsibility are completed in a timely manner and within budget.  Monitors and evaluates plans; focuses on results and measures attainment of outcomes. 

MR.2  Customer Service -- Balances interests of a variety of clients; readily readjusts priorities to respond to pressing  and changing client demands.  Anticipates and meets the need of clients; achieves quality end-products; is committed to continuous improvement of services. 

MR.3  Decisiveness -- Exercises good judgment by making sound and well-informed decisions; perceives the impact and implications of decisions; makes effective and timely decisions, even when data is limited or solutions produce unpleasant consequences; is proactive and achievement oriented. 

MR.4  Problem Solving -- Identifies and analyzes problems; distinguishes between relevant and irrelevant information to make logical decisions; provides solutions to individual and organizational problems. 

MR.5  Technical Credibility – Maintains technical proficiency and understands and appropriately applies procedures, requirements, regulations, and policies related to specialized expertise.  Is able to make sound hiring and capital resource decisions and to address training and development needs.  Understands linkages between administrative competencies and mission needs. 

MR.6  Entrepreneurship -- Identifies opportunities to develop and market new products and services within or outside of the organization.  Is willing to take risks; initiates actions that involve a deliberate risk to achieve a recognized benefit or advantage. (Managerial Career Level and above)

BUSINESS ACUMEN (B)

MB.1  Human Resources Management -- Assesses current and future staffing needs based on organizational goals and budget realities.  Using merit principles, ensures staff are appropriately selected, developed, utilized, appraised (to include active use of Army’s TAPES) and rewarded; takes corrective action. 

MB.2  Financial Management -- Demonstrates broad understanding of principles of financial management and marketing expertise necessary to ensure appropriate funding levels.  Prepares, justifies and/or administers the budget for the program area; uses cost-benefit thinking to set priorities; monitors expenditures in support of programs and policies.  Identifies cost-effective approaches.  Integrates procurement and contracting in support of mission accomplishment. 

MB.3  Technology Management -- Uses efficient and cost-effective approaches to integrate technology into the workplace and improve program effectiveness.  Develops strategies using new technology to enhance decision making.  Understands the impact of technological changes on the organization. 

BUILDING COALITIONS/COMMUNICATION (C)

MC.1   Influencing/Negotiating -- Persuades others; builds consensus through give and take; gains cooperation from others to obtain information and accomplish goals; facilitates "win-win" situations. 

MC.2   Interpersonal Skills -- Considers and responds appropriately to the needs, feelings, and capabilities of different people in different situations; is tactful, compassionate and sensitive, and treats others with respect. 

MC.3  Oral Communication -- Makes clear and convincing oral presentations to individuals or groups; listens effectively and clarifies information as needed; facilitates an open exchange of ideas and fosters an atmosphere of open communication. 

MC.4  Partnering – Develops human networks and builds alliances, engages in cross-functional activities; collaborates across boundaries, and finds common ground with a widening range of stakeholders.  Utilizes contacts to build and strengthen internal support bases. 

MC.5  Written Communication -- Expresses facts and ideas in writing in a clear, convincing and organized manner.

MC.6  Political Savvy -- Identifies the internal and external politics that impact the work of the organization.  Approaches each problem situation with a clear perception of organizational and political reality; recognizes the impact of alternative courses of action

( (( GROUP 3 – COLLECTION MANAGEMENT (O)   These competencies are for all careerists whose main duties/functions relate to collection/operations, “Collection Management.”  All careerists in this Career Area are required to attain a basic level of competency in all recognized intelligence disciplines and attain and maintain an expertise/specialization in at least one of those disciplines.  The competencies listed below are divided between Collection Requirements (REQ) and Collection Operations (OPS).   Careerists and their supervisors should interpret the definitions in relationship to the careerists specialization in one or more disciplines.

	ORGANIZATIONAL/

ENVIRONMENT (OE)

(5 or more)
	REQ
	OPS
	FUNCTIONAL/

SUBSTANTIVE (OF)

(10 or more)
	REQ
	OPS

	OE.1  National Intelligence Organizations (DoD and Non-DoD)
	X
	X
	OF.1  Collection Operations (SIGINT, IMINT, MASINT, HUMINT, and CI)
	
	X

	OE.2  Military Intelligence Organizations 
	X
	X
	OF.2  Technical Specialty
	
	X

	OE.3  Foreign Governments Collection 
	X
	X
	OF.3  Collecting and Processing Techniques
	
	X

	OE.4  Operational Environment
	X
	
	OF.4  Collector Assessment
	
	X

	OE.5 Threat Forces
	X
	X
	
	
	

	OE.6  Intelligence Indications and Warnings
	X
	X
	OF. 5  Automated Collection Tasking
	X
	X

	OE.7  Intelligence Oversight 
	X
	X
	OF. 6  Camouflage, Concealment and Deception
	X
	X

	
	
	
	OF. 7  Security
	X
	X

	
	
	
	OF. 8  Intelligence Information Needs
	X
	

	
	
	
	OF.9 Collection Disciplines
	X
	

	
	
	
	OF.10 Collection Requirements Management
	X
	

	
	
	
	OF. 11  Collection Evaluation

and Feedback
	X
	

	
	
	
	OF.12 Collection Management Systems
	X
	

	
	
	
	OF. 13  All-Source Production
	X
	


ORGANIZATIONAL/ENVIRONMENT  (OE)
OE.1  National Intelligence Organizations (DoD and Non-DoD) -- Knowledge of collection organization missions, functions, and programs as they relate to collection planning or collection operations duties with emphasis on affecting tactical, joint  and national level intelligence. 
OE.2  Military Intelligence Organizations -- Knowledge of Tactical and Joint collection missions, functions, and products as they relate to collection planning or collection operations with emphasis on affecting tactical, joint and national level intelligence. 
OE.3  Foreign Governments Collection-- Knowledge of applicable foreign government collection missions, functions, and products as they relate to collection planning and collection operations with emphasis on affecting tactical, joint and national level intelligence .
OE.4  Operational Environment -- Knowledge of spectrum of operational environments in which collection occurs, e.g. MTW, small-scale contingency operations. 
OE.5  Threat Forces -- Knowledge of threat forces doctrine, organization and equipment in targeted countries.  Knowledge of threat military decision making processes.  
OE.6   Intelligence Indications and Warnings -- Knowledge of fundamentals of intelligence indications and warnings.  Must have knowledge of what the standing I&W collection requirements are at a national level and how to help ensure that tactical level I&W standing requirements meet the commanders’ needs. 
OE.7  Intelligence Oversight -- Knowledge of intelligence oversight; (e.g. AR381-10) and security classification and declassification guidelines 
FUNCTIONAL/SUBSTANTIVE

OF.1  Collection Operations -- Ability to develop, conduct, & oversee a collection operation and  the dissemination of resulting information to satisfy tactical, theater and/or national  intelligence requirements – includes sensitive sources. 
OF.2  Technical Specialty -- Knowledge of the collection disciplines.  Includes an understanding of technical characteristics, capabilities, access, significance and limitations. (e.g., CI, HUMINT, IMINT, MASINT, OSINT, SIGINT). 
OF.3  Collecting and Processing Techniques -- Knowledge of the systems capabilities, tasking, validation, prioritization, processing, exploitation, dissemination and assessment of collection sources, sensors and platforms. 
OF.4  Collector Assessment -- Knowledge and ability to establish, manage, and evaluate national, joint, allied, and/or tactical collection programs and criteria used for determining the priority collection receives. 
 
OF.6  Automated Collection Tasking-- Knowledge on what tip-offs would trigger an automated collection requirement --how to nominate modifications to  both the parameters of the intelligence that will trigger an automated requirement and the parameters of the automatically-generated requirement. 
OF.7  Camouflage, Concealment and Deception -- Knowledge of Camouflage, Concealment and Deception (CC&D) effort and how to defeat them. 
OF.8  Security -- Knowledge of HUMINT, MASINT, IMINT and SIGINT and Counterintelligence security regulations and procedures. 
OF.9  Intelligence Information Needs -- Knowledge of the Army organization’s information needs, gaps and priorities.  Ability to apply Collection Requirements Management procedures to register, validate,  prioritize and satisfy information needs. 
OF.10  Collection Disciplines -- General knowledge of the HUMINT, IMINT, MASINT, and SIGINT, OSINT  and Counterintelligence collection disciplines--Tactical, Joint and National--and their ability to satisfy intelligence needs.  
OF.11  Collection Requirements Management -- Ability to develop and implement  a collection plan and intelligence synchronization matrix  used to satisfy tactical, theater and/or national  intelligence requirements.   Maintain knowledge of  current and future collection requirements management procedures and programs to register, validate, and satisfy and assess information needs.  The collection manager should be familiar with the intelligence keys that are used against intelligence problems. 
OF.12  Collection Evaluation and Feedback -- Knowledge and ability to evaluate products received from any collection system to satisfy information need and the means required to provide feedback to collectors
OF.13  Collection Management Systems -- Knowledge of and ability to use collection requirements and collection management systems, applications, automated tools and databases 
OF.14  All-Source Production -- Knowledge and understanding of the DOD Intelligence Production Program (DODIP) policies and priorities 
( (( GROUP 4 – PRODUCTION/ANALYSIS COMPETENCIES   These competencies are for all careerists whose main duties/functions relate to Production/Analysis.  Key:  P=Processing; A = Analysis and Reporting; T= Threat Support; F = Foreign Materiel Acquisitionand Exploitation) 
	ORGANIZATIONAL/

ENVIRONMENT (PE)

(4 or more)
	P
	A
	T
	F
	
	FUNCTIONAL/SUBSTANTIVE (PF) 
(18 or more)
	P
	A
	T
	F
	M

	PE.1  Customer Organizational Awareness
	X
	X
	X
	X
	
	PF.1  Technical Specialty 
	X
	X
	X
	X
	

	PE.2  Intel Relationships and Interaction
	X
	X
	X
	X
	
	PF.2  Analytical, Research, and Processing Techniques
	X
	X
	X
	X
	

	PE.3  Complementary Organizations
	X
	X
	X
	X
	
	PF.3  Assessment and Production
	X
	X
	X
	X
	

	PE.4   
	
	
	
	
	
	PF.4   Production Data Flow
	X
	X
	X
	X
	

	PE.4 US Military Equipment 
	X
	X
	X
	X
	
	PF.5  Understanding Intel Data
	X
	X
	X
	X
	

	PE.5  Intelligence Oversight
	X
	X
	X
	X
	
	PF.6  Publication Procedures
	X
	X
	X
	X
	

	PE.6  Friendly Operations Awareness
	X
	X
	X
	X
	
	
	
	
	
	
	

	PE.7  Intelligence Indications and Warning
	X
	X
	
	
	
	PF.7  Representation
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.8  DODIPP
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.15  Tasking Procedures
	X
	X
	X
	
	

	
	
	
	
	
	
	PF.16  Production Applications Development
	X
	X
	
	
	

	
	
	
	
	
	
	PF.9  DOD and DA Acquisition, Combat Development and Studies Programs
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.10  Collection Systems, Processes, Methods, and Application
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.18  Foreign Materiel/ Technology Program
	
	
	X
	X
	

	
	
	
	
	
	
	PF.11  Threat Assessment
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.17  Intelligence Estimate
	
	X
	
	
	

	
	
	
	
	
	
	PF.16  Intelligence Indications and Warning
	
	X
	
	
	

	
	
	
	
	
	
	PF.14  Technical Knowledge of Supported Organizations
	X
	X
	X
	
	

	
	
	
	
	
	
	PF.19 Intelligence and Threat Integration
	
	
	X
	X
	

	
	
	
	
	
	
	PF.20 Production Request Procedures
	
	
	X
	X
	

	
	
	
	
	
	
	PF.12  Office Management
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.13 Application of Intel Support
	X
	X
	X
	X
	

	
	
	
	
	
	
	PF.21 Materiel Acquisition
	
	
	
	X
	

	
	
	
	
	
	
	PF.22  Logistics/Shipping
	
	
	
	X
	

	
	
	
	
	
	
	PF23Exploitation Management
	
	
	
	X
	

	
	
	
	
	
	
	PF.24  US and Foreign Test Facilities 
	
	
	
	X
	

	
	
	
	
	
	
	PF.25  Hardware Security
	
	
	
	X
	

	
	
	
	
	
	
	PF.26  DOD Transportation Commands
	
	
	
	X
	


ORGANIZATIONAL/ENVIRONMENT (E)

PE.1  Customer Organizational Awareness – Understands the full range of customers, their roles, responsibilities, processes and needs.  Knows the programs and projects of each specifically supported organization, its mission and functions within the Army and DOD, the processes and procedures by which it fulfills its missions, and how the integration of intelligence and threat contributes to the conduct of the mission.  
PE.2  Intelligence Relationships and Interaction -- Knows the specific roles and responsibilities of national, department and service intelligence activities, their mechanisms for coordinating, assigning and prioritizing production and collection (including foreign materiel), and the purpose and conduct of interagency coordinating bodies (e.g. threat coordination groups) for analysis and production of joint/integrated products.  
PE.3  Complementary Organizations – Knows the Army R&D and Training commands’ missions, functions and programs as they relate to assigned collection requirements duties. Knows TIARA program missions, functions, and products as they relate to assigned collection requirements duties.  Knows about applicable foreign government collection or exploitation program missions, functions, and products. (Collection Requirements, Foreign Materiel Acquisition, Foreign Materiel Exploitation). Knows international Foreign Materiel Relationships and how to integrate US requirements to extract maximum gain
.

PE.4  US Military Equipment– Knowledge of US military weapons and equipment and the export of US military systems.  .
PE.5  Intelligence Oversight.  Knowledge of intelligence oversight; (e.g. AR381-10) and security classification and declassification guidelines.

PE.6  Friendly Operations Awareness.  Knows about US/allied operation of all types, e.g. MTW, SSC.

PE.7  Intelligence Indications and Warning.  Knows the fundamentals of intelligence indications and warnings. 
FUNCTIONAL/SUBSTANTIVE (F)

PF.1  Technical Specialty – Knowledgable of current trends and state-of-the-art in the careerist’s specialty or functional area.  
PF.2  Analytical, Research, and Processing Techniques -- Understands the role of the collector, processor, researcher, analyst and reporter in intelligence production.  Knows about relevant hard copy and electronic data sources, search methodologies and tools for finding critical intelligence data, and processes it to make that information more useful to customers.  
PF.3  Assessment and Production – Produces timely and/or tailored technical extracts, intelligence reports, or services responsive in form and substance to customer requirements.  Applies knowledge of foreign military capabilities and doctrine to provide answers to customer threat-related questions ranging from technical extracts through succinct summaries to complex reports 
PF.4  Production Data Flow --  Aware of various processing and dissemination mechanisms and systems; identifies the most efficient path to provide customer support 
PE.5  Understanding Intelligence Data  -- Knows the various categories of intelligence and technical products, and their generic purpose (e.g. projections and forecasting, current intelligence, combat preparation, scientific and technical), knows of relevant hard copy and electronic data sources, search methodologies and tools to access these products.  
PF.6  Publication Procedures – Knows and applies procedures and format for preparation and publication of relevant products. 
Became PE.6  Friendly Operations Awareness.
PF.7 Representation – Ably represents organization and Army at National and International fora  
PF.8 DODIPP -- Knows and understands the DOD Intelligence Production Program policies and priorities  
15Tasking Procedures – Understands customer requirements and the appropriate mechanisms to register them in the appropriate tasking system.
PF.9  DOD and DA Acquisition, Combat Development and Studies Programs  --  Knowledge of the process of generating materiel and combat development requirements, the responsibilities and steps in the process, the analytic responsibilities and functions that support the decision process (e.g. Army modeling and studies community), and the role of intelligence in supporting these (
PF.10 Collection Systems, Processes, Methods, and Application –  Knowledgeable of the scope of collection programs, their value to supported programs.  Understands the various collection systems (including foreign materiel), processes and  their capabilities and tasking mechanisms.  
PF.18  Foreign Materiel/Technology Program – Knowledge necessary to effectively submit the organizational requirements for information (or examples of) foreign technology and equipment, coordinates collection and reception, and oversees exploitation of projects 

Undertaken by the supported organization.

PF.11  Threat Assessment – Knowledge of foreign organizations, weapons, and doctrine and ability to apply it against a friendly force (current or projected) in an operational environment.  
PF.17  Intelligence Estimate – Understands the community process; participates in preparation of intelligence estimates in functional specialty. 
PF.19 Intelligence Indications and Warnings – Knows the fundamentals of intelligence indications and warnings 
PF.14  Technical Knowledge of Supported Organizations – Maintains knowledge of the functional disciplines of the supported organization to permit enhanced communication with the leadership and staff, and to more effectively represent them in the intelligence community.  
PF. 16  Production Applications Development – Designs and/or develops software or  Internet applications which enhance processing, databasing, data mining, analytical, presentation, and/or dissemination production processes.
PF.19 Intelligence and Threat Integration – Knows traditional methods for integrating intelligence and threat data into non-intelligence work, and develops local methods for integrating intelligence information into the work of the supported organization
PF.20 Production Request Procedures -- Understands the administrative requirements and processes necessary to submit validated intelligence production requirements into intelligence production management and control systems (e.g.,. COLISEUM), and the methods for ensuring production personnel clearly understand the requirement. 
PF.12  Office Management – Knowledge of the basic functions involved in managing an office within the supported organization (e.g. budget justification and execution, staff actions and procedures, resource management, etc.) 
PF.13  Application of Intelligence Support – Ability to apply the various categories of intelligence products, their generic purpose (e.g. projections and forecasting, current intelligence, combat preparation, scientific and technical, etc.), and the appropriate use of specific intelligence in support of the organizational mission. 
PF.21 Materiel Acquisition – Applies foreign materiel acquisition procedures/processes to register, validate and satisfy Army foreign materiel requirement needs, including the use of overt collection operations. 
PF.22 Logistics/Shipping – Knows government shipping procedures, rules and regulations as they apply to shipment of materiel. (Materiel Exploitation)  Knowledge of inventory tools and procedures  
PF.23  Exploitation Management – Establishes, manages and evaluates exploitation projects to effectively satisfy foreign materiel requirements for the U.S. Army and tri-service and non‑DOD communities 
PF.24  U.S. and Foreign Test Facilities – Knows about and assesses effectiveness of U.S. and international  test facilities and their capability to satisfactory conduct exploitation events. 
PF.25  Hardware Security – Knows and applies US security procedures for testing of classified hardware at multiple test sites 
PF.26  DOD Transportation Commands (was PE.4) – Knows the DOD HAZMAT, transportation commands, systems, procedures, and regulations as they pertain to the shipment of hardware and munitions worldwide and within CONUS.
( (( GROUP 5 – SECURITY COUNTERMEASURES   These competencies are for all careerists whose main duties/functions relate to Security Countermeasures (SCM).   All careerists are responsible for the competencies under the Organization/Environment Subgroup.  Careerists are only responsible for the competencies in the Functional/Substantive subgroup relating to their assigned specialties/disciplines/functions.  Key:  TECH = Technical Security,  SCI = SCI Security,  GEN = General Security.
	ORGANIZATIONAL/

ENVIRONMENT (SE)

(4 or more)
	SPECIAL-TIES
	FUNCTIONAL/

SUBSTANTIVE (SF)

(11 or more)
	
	TECH
	SCI
	GEN
	
	DISC
	
	
	
	
	

	SE.1  DOD Organizations and their Investigative Responsibilities
	All
	SF.1  Security Laws and Regulations
	
	X
	X
	X
	
	X
	
	
	
	
	

	SE.2  Analysis Organizations
	All
	SF.2  Intelligence Laws & Related Statutes
	
	X
	X
	X
	
	
	
	
	
	
	

	SE.3  HUMINT Operations
	All But DISC
	SF.3  Countermeasure Disciplines
	
	X
	X
	X
	
	
	
	
	
	
	

	SE.4  Joint Interagency Operations
	All
	SF.4  Foreign Intelligence Threat
	
	X
	X
	X
	
	X
	
	
	
	
	

	SE.5  Multidiscipline SCM or CI Operations
	All BUT DISC
	SF.5  ADP/IA Security Operations
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.6  Acquisition Systems Protection Program
	
	X
	X
	X
	
	X
	
	
	
	
	

	
	
	SF.7  Special Access Program Requirements
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.8  Foreign Disclosure
	
	X
	X
	X
	
	X
	
	
	
	
	

	
	
	SF.9  Counterterrorism and Antiterrorism
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.10  Counter proliferation
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	SF.11 Technical Surveillance Countermeasures (TSCM)
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.12 Counterintelligence (CI)
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.13 Counterintelligence Requirements and Procedures
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.14  Certification Requirements
	
	X
	
	
	
	
	
	
	
	
	

	
	
	SF.15  Polygraph Operations
	
	X
	
	
	
	
	
	
	
	
	

	
	
	SF.16  Information Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.17  Disclosure Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.18  Automation Security 
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.19  Operations Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.20  Physical Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.21  Industrial Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.22  Personnel Security
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.23  Intelligence Oversight
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.24  SAEDA 
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.25  Analysis
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.26  Contracting
	
	X
	X
	X
	
	
	
	
	
	
	

	
	
	SF.27  SCI 
	
	
	X
	
	
	
	
	
	
	
	


ORGANIZATIONAL/ENVIRONMENT (E)

SE.1   DOD Organizations and their Investigative Responsibilities  -- General knowledge of DOD intelligence, security and law enforcement organizations and responsibilities.  Knowledge of investigative responsibilities and limitations of DOD intelligence agencies.

SE.2   Analysis Organizations – General knowledge of Army threat analysis/production organizations and functions.

SE.3   HUMINT Operations – General knowledge of Army Tactical Human Intelligence (HUMINT) operations and procedures.

SE.4  Joint Interagency Operations – General knowledge of joint and/or interagency operations.

SE.5   Multidiscipline SCM or CI Operations – General knowledge of multidiscipline SCM or CI operations.

FUNCTIONAL/SUBSTANTIVE (F)  (Parentheticals indicates which Functional Specialties Require that Competency)

SF.1   Security Laws & Regulations -- Knowledge of applicable Executive Orders, Federal laws & DOD security regulations and policies. (All Functional Specialties of Security and CI)

SF.2   Intelligence Laws & Related Statutes -- Knowledge of US laws and statutes that govern intelligenceactivities, to include the use of the Freedom of Information and Privacy Acts. (All Functional Specialties of Security and CI)

SF.3   Countermeasure Disciplines -- Knowledge of basic DA requirements/procedures of multi-security countermeasure disciplines such as information, information systems, personnel and industrial security requirements and procedures, & technology security/foreign disclosure.  (All Functional Specialties of Security and CI)

SF.4   Foreign Intelligence Threat  -- Basic knowledge of facets of foreign intelligence and terrorist threats. (All Functional Specialties of Security and CI)

SF.5   ADP/IA Security Operations -- Knowledge of DA basic ADP/Information Assurance (IA) security operations. (CI, Tech Sec, Info Sec, Disc Sec, Auto Sec, Ops Sec, Phys Sec, Ind Sec)

SF.6   Acquisition Systems Protection Program -- Knowledge of Acquisition Systems Technology Protection Program. (All )

SF.7   Special Access Program Requirements -- Knowledge of basic DA special access program security requirements. (All)

SF.8  Foreign Disclosure --  Knowledge of foreign disclosure policies, procedures and systems (All)

SF.9  Counterterrorism and Antiterrorism –  Knowledge of Counter terrorism and Antiterrorism policies, procedures, organizations, systems and trends.   (All)

SF.10  Counterproliferation -- Knowledge of Counterproliferation policies, procedures, organizations, systems and trends. (All)


SF.11 Technical Surveillance Countermeasures (TSCM) -- Knowledge of basic DA Technical Surveillance Countermeasures (TSCM) operations.  Knowledge of basic DA TEMPEST requirements and procedures. (CI, Tech Sec, Info Sec, Auto Sec, Phys Sec)

SF.12  Counterintelligence (CI)  -- Ability to conduct CI investigations, operations and perform analysis to include physical and technical surveillance activities. (CI, Tech Sec, Info Sec, Disc Sec)

SF.13   Counterintelligence Requirements and Procedures-- Knowledge of basic requirements and procedures of counterintelligence (CI) investigations, operations, collection and production.  (CI, Tech Sec, Info Sec, Pers.)

SF.14  Certification Requirements -- Ability to maintain specialized certification requirements (e.g. polygraph, TSCM, etc.).  (CI, Tech Sec)

SF.15  Polygraph Operations -- Knowledge of basic polygraph operations. (Tech Sec, Pers. Sec)

SF.16  Information  Security – Knowledge of informtion security principles, procedures and discipline.

SF.17  Disclosure Security -- Knowledge of disclosure security principles, procedures and discipline.

SF.18  Automation Security -- Knowledge of automation security principles, procedures and discipline.

SF.19  Operations Security -- Knowledge of operations security principles, procedures and discipline.

SF.20  Physical Security -- Knowledge of physical security principles, procedures and discipline.
SF.21  Industrial Security -- Knowledge of industrial security principles, procedures and discipline.
SF.22  Personnel Security -- Knowledge of personnel security principles, procedures and discipline.

SF.23  Intelligence Oversight -- Knowledge of intelligence oversight principles, procedures and discipline.

SF.24  SAEDA -- Knowledge of SAEDA principles, procedures and discipline.

SF.25  Analysis -- Knowledge of analysis principles, procedures and discipline.

SF.26  Contracting -- Knowledge of contracting principles, procedures and discipline.

SF.27  SCI – Knowledge of principles, procedures, and discipline for SCI information security, personnel security, contracting, automation security/accreditation, and SCIF accreditation/operations/oversight.
( (( GROUP 6 – CI/HUMINT.  TBD

( (( GROUP 7 – EDUCATION/TRAINING (E)  These competencies are for all careerists whose main duties/ functions relate to either instruction, education or training of intelligence.  These competencies are in addition to those required of Career Program 32’s ACTEDS plan. 

Key:  I=Instructor, ES=Ed Specialist, TS=Training Specialist
SUBGROUP/COMPETENCIES         SPECIALTY  SUBGROUPS/COMPETENCIES     SPECIALTY

	ORGANIZATIONAL/ENVIRONMENT (EE) 

               (4 or more)
	I
	E
	T
	FUNCTIONAL/SUBSTANTIVE (EF)

(8 or more)
	I
	E
	T

	EE.1  Contracting Officer Technical Representative
	
	X
	X
	EF.1  Intelligence Ability/Expertise
	X
	X
	X

	EE.2  Computer Programs Relating to Intelligence Training and Processing
	X
	X
	X
	EF.2  National and Joint Interagency Coordinating Mechanisms
	X
	X
	X

	EE.3  Distance Learning
	X
	X
	X
	EF.3  Problems Influencing Intelligence Programs and Activities of Unified and Special Commands
	X
	X
	X

	EE.4  Learning Theory
	X
	X
	X
	EF.4  Hostile Threat, Cryptologic Equipment
	X
	
	X

	EE.5  Courseware Validation
	X
	X
	X
	EF.5  Intelligence Practices and Responsibilities
	X
	
	X

	EE.6  Intelligence Training Program Management
	
	X
	X
	EF.6  New Technology
	X
	
	X

	
	
	
	
	
	
	
	

	
	
	
	
	EF.7  National Security Philosophy and Applications
	X
	
	X

	
	
	
	
	EF8Tactics, Techniques and Procedures
	X
	X
	X

	
	
	
	
	EF.9  Intelligence Preparation of the Battlefield
	X
	
	X

	
	
	
	
	EF.10  Relationship of Disciplines
	X
	X
	X

	
	
	
	
	EF.11 Current Developments in Intelligence
	X
	X
	X


ORGANIZATIONAL/ENVIRONMENT (E)

EE.1  Contracting Officer Technical Representative (All) -- Ability to write statements of work, calculate independent government estimates and shepherd execution of awarded contracts to achieve effective delivery of materials and services.
EE.2  Computer Programs Relating to Intelligence Training and Processing  (All) – Knowledge of and ability to use authoring and media production software to develop 

courseware.  Knowledge of file size optimization techniques and client/server software used to disseminate synchronous and asynchronous courseware.

EE.3  Distance Learning (All) – Ability to evaluate, select and use distance learning technologies.

EE.4 Learning Theory -- Knowledge of and ability to apply learning theories germane to information age domains as the basis for instructional design strategies in courseware. 

EE.5 Courseware Validation -- Ability to design a study and conduct statistical analysis to determine whether students learn from courseware what designers of the courseware intended students to learn from the courseware.  
EE.6  Intelligence Training Program Management -- Ability to design, acquire and facilitate increasingly complex training programs utilizing both Defense and Intelligence Community guides and systems 

FUNCTIONAL/SUBSTANTIVE (F)

EF.1  Intelligence Ability/Expertise (All) -- Ability to work at career level or higher in the intelligence discipline or disciplines practiced or taught. 

EF.2  National and Joint Interagency Coordinating Mechanisms (All).  Knowledge of the interagency coordinating mechanism at the national and joint level.

EF.3  Problems Influencing Intelligence Programs and Activities of Unified and Special Commands (All).  Knowledge of problems influencing intelligence programs and activities supporting unified and special commands.

EF.4  Hostile Threat, Cryptologic Equipment, National Policy and International Relationships (ES/TS).  Knowledge of hostile threat, IEW equipment, US cryptologic equipment, national policy and international relationships as they relate to the intelligence discipline practiced. 

EF.5  Intelligence Practices and Responsibilities  -- Knowledge and understanding of intelligence practices and responsibilities.

EF.6  New Technology -- Knowledge of operational characteristics and capabilities of new technology as they relate to intelligence threats and countermeasures.


EF.7  National Security Philosophy and Applications.  Knowledge of national security philosophy and applications to include security problems unique to an open society; foreign 

adversaries, security programs and information collection techniques; relationship of organized crime and terrorism to the national security.

EF8 Tactics, Techniques and Procedures  -- Knowledge of tactics, techniques and procedures associated with employment of assets in the intelligence discipline practiced.

EF.9  Intelligence Preparation of the Battlefield  -- Ability to employ Intelligence Preparation of the Battlefield (IPB) concepts; targeting, recording, analysis and reporting of all-source intelligence.

EF.10 Relationships of Disciplines  -- Knowledge of the relationships between intelligence disciplines and the procedures used to integrate an all-source intelligence product.

EF.11 Current Developments in Intelligence  – Knowledge of current developments in a wide range of advanced and sophisticated subject matter expertise, depending on the intelligence discipline practiced. 

( (( GROUP 8 – INTELLIGENCE COMBAT DEVELOPMENT (I)   These competencies are required of all careerists whose main duties/functions relate to combat development. G = General Intelligence Combat Developments, DD = Design and Development, MA = Materiel Acquisition, and SM = Staff Management.

SUBGROUPS/COMPETENCIES     SPECIATY   SUBGROUPS/COMPETENCIES SPECIALTY
	ORGANIZATIONAL ENVIRONMENT (IE)

(5 or more)
	G
	DD
	MA
	SM
	FUNTIONAL/

SUBSTANTIVE (IF)

(2 or more)
	G
	DD
	MA
	SM

	IE.1  Research Techniques
	X
	
	
	
	IF.1  Intelligence Subject Matter Area Expertise
	X
	
	
	

	IE.2  New and Applied Software/Automated Systems
	
	X
	
	
	IF.2  IEW Combat Development Concept and Architecture Design
	
	X
	X
	X

	IE.3  Quantitative Analysis
	
	X
	
	X
	IF.3  Intelligence Community and IEW BFMA 
	X
	
	
	X

	IE.4  Requirements Package Development
	
	
	X
	
	IF.4  Industry/Acquisition
	X
	X
	X
	

	IE.5  MANPRINT
	
	X
	
	
	
	
	
	
	

	IE.6  Life-Cycle Management Functions
	
	
	
	X
	
	
	
	
	

	IE.7  Process/Program Management
	
	X
	X
	X
	
	
	
	
	

	IE.8  Doctrine
	X
	X
	
	X
	
	
	
	
	


ORGANIZATIONAL/ENVIRONMENT (E)

IE.1  Research Techniques – Knowledge of research techniques and skill in applying these knowledges to progressively more difficult assignments.

IE.2  New and Applied Software/Automated Systems -- Knowledge of new and fielded software applications, computer network concepts and software designs, and their utility to intelligence systems. 
IE.3  Quantitative Analysis -- Knowledge of research and analysis techniques to assess warfighting concepts, determine requirements and evaluate DTLOMS initiatives in terms of effects on major system combinations, capabilities, cost and combat effectiveness. 

IE.4  Requirements Development –.   Ability to prepare and monitor all aspects of the life cycle of IEW systems, including manning, organizational integration, and modeling.
IE.5  MANPRINT (Is this the correct term?) -- Ability to identify and integrate all relevant information and considerations regarding manpower, personnel capabilities, training development and delivery, human factors engineering, system safety, health hazards, and soldier survivability into system development and acquisition to improve soldier and systems performance and reduce the cost of ownership.

IE.6  Life-Cycle Management Functions --  Ability to plan, coordinate and develop IEW personnel structures , involved with IEW structures, acquisition, individual training and education, distribution, development, sustainment and professional development.

IE.7  Process/Program Management –  Ability to plan, coordinate, interpret or evaluate actions and/or policy required to support a specific IEW combat development process or program to include Contracting Officer Representative (COR) oversight.

IE.8  Doctrine.  The ability to analyze, develop, and evaluate current and emerging concepts and doctrine.  
FUNCTIONAL/SUBSTANTIVE (F)

IF.1  Intelligence Subject Matter Area Expertise – Knowledge of and ability to apply principles, concepts and methodologies in one or more subject matters area of intelligence (such as social, political, military science)

IF.2  IEW Combat Development Concept and Architecture Design – Ability to analyze, determine, document and obtain approval of ISR warfighting concepts and future operational capabilities, and ability to design Operational and Systems Architectures to show relationships among organizations and systems and their information flows.

IF.3  Intelligence Community and IEW BFMA –Knowledge of the Intelligence Community and Intelligence and Electronic Warfare Battlefield Functional Mission Area in order to apply such knowledge to accomplish intelligence objectives within the tactical, strategic and multinational operations area.

IF.4  Industry/Acquisition.  Knowledge of competitive national and international industrial practices and the ability to define requirements and articulate concepts in order to design, develop, build, and field for future intelligence systems.
( (( GROUP 9 – Information Operations   TBD
















































































































































